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1 LICENSE AGREEMENT

Please read the license agreement of this license contract carefully, before you install the software. By
the installation of the software you agree to the conditions of this license contract.

This software-license agreement, in the following called “license”, contains all rights and restrictions for
final users that regulate the use of the accompanying software, operating instructions and other docu-
ments, in the following called as “software”.

1.

2.

10.

11.
12.

13.

14.

15.

This license contract is an agreement between licensor and licensee, who is being licensed to use the
named software.

Licensee acknowledges that this is only a limited nonexclusive license. This means, that the licensee has no
right to allocate sublicenses. Licensor is and remains the owner of all titles, rights and interests in the soft-
ware.

The software is a copyright property of the MAGNA Telemotive GmbH. The program or parts of it may not
be further licensed to third parts, rented, sold or be further marketed in any form without explicit written ap-
proval by MAGNA Telemotive GmbH. The user may neither change the software and their components, nor
modify, nor redevelop or decompile otherwise in any form.

This software is subject to no warranty. This software is sold as is, without any warranty. If at any time, a
user changes his system, we hold no responsibility to change our software to make it work again.

This license permits licensee to install the software on more than one computer system, as long as the soft-
ware will not be used on more than one computer system simultaneously. Licensee will not make copies of
the software or allow copies of the software to be made by others, unless authorized by this license agree-
ment. Licensee may make copies of the software for backup purposes only. Licensee is not entitled to trans-
mit or to transfer the software or its rights from this license agreement.

Licensor is not liable to licensee for any damages, including compensatory, special, incidental, exemplary,
punitive or consequential damages, connected with or resulting from this license agreement or licensee’s
use of this software.

Licensee agrees to defend and indemnify licensor and hold licensor harmless from all claims, losses, dam-
ages, complaints or expenses connected with or resulting from licensee’s business operations.

Licensor has the right to terminate this license agreement and licensee’s right to use this software upon any
material breach by licensee. The duration of the license contract is indefinitely determined.

Licensee agrees to return all copies of the software to licensor or to destroy them upon termination of the
license contract.

This license agreement replaces and supersedes all prior negotiations, dealings and agreements between
licensor and licensee regarding this software.

This license contract is subject to German law.

If a regulation of this license contract is void by law, the validity of the remaining regulations is not affected. If
there is such a regulation it will be replaced by a valid, according to the legal regulations and enforceable
regulation with similar intention and similar economic consequence.

The license contract is effective by delivery of the software of the licensor to the licensee and/or by usage of
the software by the licensee. This license contract is also valid without licensor’s signature.

The license automatically goes out if the licensee does not agree to the license regulations described here
or offend against the license regulations of this license contract. With ending the license contract the licen-
see is obliged to extinguish or to destroy the software and all copies of it no matter if installed or stored on
disk or to hand all of it back to MAGNA Telemotive GmbH.

The licensee is liable for all damages caused to the licensor by the violation of these license regulations.
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2 PRODUCT LIABILITY

2.1 Terms and Conditions of Sale and Delivery

The General Terms and Conditions of Sale and Delivery of MAGNA Telemotive GmbH can be
found on our website (https://telemotive.magna.com) under imprint.

2.2 Important operating instructions



https://telemotive.magna.com/
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3 Overview

This user guide describes the installation and usage of a system for video recording. It consists
of one network camera AXIS P12-series / F-series / 211/ 210/ 207 or a Video Encoder AXIS
Q7404 / P7214 with analog cameras and a one of the data logger

e BLUEPIRAT Rapid

e BLUEPIRAT Mini

e BLUEPIRATZ2 5E

e BLUEPIRATZ2

e BLUEPIRAT Remote

of MAGNA Telemotive GmbH. The Video Encoders are used to connect analog cameras
(NTSC/PAL). The network cameras can be connected directly to the data logger.

The system allows the recording of up to four different video streams at the same time. For that
the server (or a network camera) and the data logger must be connected to each other and con-
figured separately by a HTML-based client.

The video streams are recorded in real-time and in a specified time interval in the logger. They
can be downloaded into a control unit for offline use. They can also be converted to a video file
and transferred from the logger into a computer. The video block length can be adjusted to 15
up to 60 seconds and the videos are stored in the mpeg4 format.

Attention:
The Video Encoder and the cameras are not set by default to standby mode, which may
be a reason for an empty battery.

After rebooting the system takes approximately 120 seconds to be synchronized. The recording
starts immediately after the synchronization.

If the Ethernet cable was removed between the Video Encoder / camera and the data logger
and plugged in again, the system takes around 11 seconds for the resynchronization.

If the supply voltage is removed from the Video Encoder / camera during the recording, it takes
about 120 seconds to be synchronized (after a reconnection).

AXIS camera and Video Encoder should be operating within the AXIS specification. This is es-
pecially required for power and environmental parameters.

This user guide describes the configuration and usage of this feature. The general configuration
is described in the user guides of the used data logger as well as the System Client, which is
valid together.

This document refers to firmware version 05.00.01 and the System Client from version 5.0.1.
Some features depending on model and feature license or may not be available in older ver-
sions.

Software updates and user guides for other, optional, licensed enhancements are available in
our Service Center. (Please find the address under Contact at the last page.)

To ensure the most reliable operation of your system as possible, please make sure to use al-
ways current firmware and software versions.
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4 System requirements

Network camera AXIS P12/ F44 [ F41/ 211/ 210/ 207

Network cameras have an Ethernet port and therefore can be connected directly to the data log-
ger. Up to four cameras are supported to record the video streams. These cameras can be con-
nected to the four channels of the encoder. The following AXIS camera types are supported:
P12, F44, F41, 211, 210 and 207.

AXIS Q7404 / P7214 Video Encoder

The AXIS Video Encoder is a high performance, four-channel standalone device that integrates
up to four analog cameras (NTSC/PAL) at a time into an IP-based video surveillance system.
Video Encoder and camera are connected via BNC connector.

Both Video Encoders support the compression formats H.264, MJPEG and MPEG-4. Therefore
they are capable to reduce bandwidth and storage requirements without compromising image
quality.

The AXIS Q7404 Video Encoder contains four separate video channels, one for each video in-
put. Each channel has its own IP address.
The AXIS P7214 Video Encoder uses only one IP address for all four channels.

The communication between bus systems and control units is monitored, and relevant data can
be recorded very precisely with the data logger. The collected data are stored to the logger and
can be downloaded via Ethernet to a PC.

Control Unit
You need a Windows based Laptop or PC to configure the devices by the System Client. It
also allows to save the recorded data and to use them offline later.

System Client

Update, configure and read out your data loggers with System Client. Save time with central ad-
ministration of your software products. System Client is your key to success for using all our
products!

BLUEPIRAT Rapid

High-performance multi-bus data logger for modern vehicle architectures based on Automotive
Ethernet. With up to 3 TB internal memory and supreme recording performance. Robust and
compact for in-vehicle use.

Due to the increasing complexity of driver assistance systems and the growing number of info-
tainment applications, the data traffic between ECUs in the most recent vehicle models has
grown significantly. Consequently, besides the various classic bus systems, modern vehicle ar-
chitectures are based on Automotive Ethernet according to BroadR-Reach / IEEE 802.3
100(0)Base-T1, which can keep up with the growing bandwidth demand.

Power Backup

The Power Backup is a special component, which is designed to bridge short voltage interrup-
tions. It is connected upstream of the data loggers on the voltage side, and must be connected
to them via a dedicated LS CAN port for controlling.

BLUEPIRAT Mini
The BLUEPIRAT Mini is smallest data logger in the world with an outstanding functional scope.
It offers a wide range of interfaces, stable temperature behavior, very low energy consumption,
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four GBit Ethernet ports, and much more. Different blue PiraT Mini can be expanded flexibly to
one cluster and therefore handled very easily by using System Link.

BLUEPIRAT2
The BLUEPIRAT?2 is our top-class all-in-one data logger. Seven models cover a wide range of
interfaces. (Device is EOL)

BLUEPIRAT2 5E

Additionally, the BLUEPIRAT?Z2 5E offers improved power management and power backup, five
integrated Ethernet ports and super-fast start-up behavior. The BLUEPIRAT2 can be expanded
flexibly via System Link. (Device is EOL)

Remote Control Touch (optional)

Operate your BLUEPIRAT data loggers safely and comfortably from the driver’s or passenger
seat. Via System Link our new remote control becomes part of your logger network. One remote
control can handle all connected loggers.

BLUEPIRAT Remote (optional)

While Remote Control Touch is just a control unit for handling unique devices or a TSL network,
the blue PiraT Remote additional has logger functionality by offering internal storage and some
interfaces. (Device is EOL)

License
For the additional feature Camera Link, an installed license is required. Settings for licensed
features can be performed with a valid license only.

If you need a license for your logger, please contact our sales department (please find the ad-
dress under contact at the last page).

4.1 Accessing a connected camera / camera server

If the camera / camera server is connected to a data logger and has to be modified, it can be
reached by the IP address of the logger and port 11400.

To access the configuration just put the IP address and port into your browser, e.g.:
192.168.0.233:11400

If there are more cameras / camera server connected, they can be reached by the ports 11401,
11402, 114083.


https://www.telemotive.de/en/products/software/telemotive-system-link/
https://www.telemotive.de/en/products/software/telemotive-system-link/
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4.2 Further manuals

Beside this user Manual, we offer the main manuals for our System Client as well as for the dif-
ferent data logger generations in our Service Center at

https://sc.telemotive.de/bluepirat.

Our licensed enhancements have own manuals which are stored in the Service Center too. You
will find a list of these enhancements in the user manuals in the chapter Additional features by
optional licenses.

Under the following links, you always will find the latest versions:

User manual for the System Client
https://sc.telemotive.de/4/uploads/media/SystemClient UserManual.pdf

User manual for BLUEPIRAT Rapid
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT Rapid UserManual.pdf

User manual for BLUEPIRAT Mini
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT Mini_UserManual.pdf

User manual for Remote Control Touch
https://sc.telemotive.de/4/uploads/media/RCTouch UserGuide.pdf

User manual for BLUEPIRAT Power Backup
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT Power_Backup_ UserManual.pdf

User manual for BLUEPIRAT2 / BLUEPIRATZ2 5E
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT2 UserManual.pdf

User manual for BLUEPIRAT Remote
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT Remote UserGuide.pdf

For having an easy access if necessary, the most important manuals are linked in the cli-
ent under the menu item [Help] and are reachable easily from there.

File Toolz Window Help

Network logger X Systern Client manual
BLUEPIRAT 2 manual

BLUEPIRAT Mim manual

Mame

Remete Control Touch manual
BLUEPIRAT Remote manual
BLUEPIRAT Rapid manual
BLUEPIRAT Power Backup manual

Info

Figure 4.1: links to the manuals in the System Client


https://sc.telemotive.de/bluepirat
https://sc.telemotive.de/4/uploads/media/SystemClient_UserManual.pdf
https://sc.telemotive.de/4/uploads/media/RCTouch_UserGuide.pdf
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT_Power_Backup_UserManual.pdf
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT2_UserManual.pdf
https://sc.telemotive.de/4/uploads/media/BLUEPIRAT_Remote_UserGuide.pdf

4.3
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Additional features by optional licenses

Additional features can be activated by purchasing and installing licenses. Licenses can be or-
dered at our sales team. You find the user guides for these additional features in our Service
Center. Currently the following licensed features are available.

Feature
Camera Link

WLAN
GPS logging

Measurements with CCP
Measurements with XCP

MOST150 Streaming
MLBevo / QXDM

Download Terminal

Test automation

Cellular network

Firmware Care

Description

video recording via video server or network cameras

Till now, only some cameras from AXIS were supported

supporting wireless LAN / WiFi

(802.11, 802.114a, 802.11n), (802.11ac from FW 02.04.01)

tracking of GPS data

CAN Calibration Protocol

Universal Measurement and Calibration Protocol

Currently the functionality for Ethernet (XCP on Ethernet) and the CAN-bus
(XCP on CAN) are available.

logging MOST150 synchronous/isochronous data

The license Connected-Gateway MLBevo enables the recording of data of
the ATOP control unit MLBevo via USB to the Magna Telemotive data log-
ger and convert these data with the System Client.

(from FW 02.03.01)

Additional this license allows to log Qualcomm QXDM logs via USB

(from FW 03.06.XX)

The in the System Client integrated Download Terminal allows an automati-
zation of configured tasks for a defined group of devices.

(from FW 02.03.01)

Interface for connecting to test automation tools.

At the moment, the sending of CAN messages is supported.

(from FW 02.04.01)

Allows the logger to send status messages over cellular network.

(from FW 03.01.01)

As part of the " Service Product Firmware Care ", new software and
firmware versions are made available for download for a limited pe-
riod of time. This service is available for 12 months from the date of
purchasing the BLUEPIRAT.

This period can be extended by licenses.

Table 4.1: Additional features by optional licenses
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4.4 Firmware Care
MAGNA Telemotive GmbH invests a great amount in the further development of its products.

For this we regularly provide new functions and enhancements via firmware and client releases.

Basic conditions

As part of the " Service Product Firmware Care ", new software and firmware versions are made
available for download for a limited period of time. This service is available for 12 months from
the date of purchasing the BLUEPIRAT. This period can be extended.

For details, please contact your sales partner (see contact at the end of the manual for ad-
dresses).

Affected products

e BLUEPIRAT Rapid

e BLUEPIRAT Mini

e Remote Control Touch
e BLUEPIRAT2 5E

e BLUEPIRAT2

e BLUEPIRAT Remote

Note:
Enhancements are only possible in current firmware releases.

Attention:
Please note that updates to main firmware versions (05.00.01 / 06.00.01) need a special
update license and can't be flashed to a device without this license.

To buy these licenses please contact our sales department under TMO.Sales@magna.com
(please find the complete address under Contact on the last page).



mailto:TMO.Sales@magna.com
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5 Configuring the network camera AXIS F54

More information about AXIS FA54 Main Unit you can also be found at:

https://www.axis.com/de-de/products/online-manual/32947

The following settings were made with AXIS firmware 10.0.2.

5.1

Connect the camera with the associated main unit. Connect the power «1innlv ta the main unit.
Connect your PC or laptop via Ethernet cable to the main unit. Turn o PC / Laptop oply. All

Connecting the network camera AXIS F54

three LEDs should light green after about 60 seconds.

Power supply (acc.
AXIS-Spec.)

Figure 5.1 Connecting the network camera with a PC/ laptop

Change your PCs IP configuration. Use static IP address with the following settings:

Internet Protocel Version 4 (TCP/IPv4) Properties B X

General |

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

™ Obtain an IP address automatically
¥ Use the following IP address:

IF address: [ 192.168. 0 . a0

Subnet mask: | 255 .255.255. 0

Default gateway: I

" Obtain DMS server address automatically

% Uge the following DNS server addreszes:

Preferred DMS server: I

Alternate DNS server: I

[™ validate settings upon exit Advanced. .. |

0K I Cancel |

Figure 5.2 Setting a static IP address


https://www.axis.com/de-de/products/online-manual/32947
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5.2 Access to the network camera AXIS FA54

Open your Internet browser and enter the network camera's default IP address: 192.168.0.90.
Please refer to the instructions from AXIS regarding browser support:
https://www.axis.com/support/technical-notes/browser-support

The latest versions of Chrome and Firefox are recommended.

Welcome

Seta pazsword for the root account.

L
_—

Gl

Password strength: Blank. Tyvpe a password.

Englizh v

Figure 5.3 Initial login mask

Choose your password and type it in. This password will be needed later.
If the system asks for a further authentication, please type in the same password like before.

Thereafter you have to set the capture mode and the power line frequency of the power supply.
In Europe 50 Hz is common.

Select your power line frequency

30Hz ¥

Figure 5.4 Select power line frequency


https://www.axis.com/support/technical-notes/browser-support
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Set IP address to 192.168.1.90 and set date and time manually

Get started
IPv4 Date and time
Manual IP and manual DNS v Automatic date and time
fear Month Day Howr  Min
IP address Subnet mask -
B | 2020 | (og| |07 | (O | e ||| Pm ¥
192 168.1.90 255255 255.0
Time zone
Default router
Europe/Berlin v
192 168.0.1
Connect to NTP-zerver
Domain name
\_:.
<+
Primary DNS server Secondary DNS server

0.0.0.0 0.0.0.0

Figure 5.5 Defining the IP address and setting the date and time

Comment:

The time set here is initially only a temporary adjustment. In our system the data logger is the
time master and overwrites the logger time after successfully synchronizing with the video
server.

Attention:

Before you start recording always set the date and time in the data logger first.

It is impossible to change the timestamp at recorded video data. This means, the setup of a new
logger time before downloading does not change the time within the video pictures. In this case,
the timestamps of the other channels and the video picture timestamp could not match.

=

Click on [next].

Hint:
If you change the IP address, you will lose the connection to the network camera.

To connect to the Main Unit again, change the IP address to 192.168.1.80 in the [Internet Proto-
col Version 4 (TCP/IPv4) Properties] window of your computer.
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53 Creating the ,,admin“ user

Now enter the IP address 192.168.1.90 in the browser:

Enter the user name root and the password you entered before.

Authentication Required - Mozilla Firefox x
® http://192.168.1.90 is requesting your username and password, The site says: "Axl5_ACCCIEBSC218"
User Mame: |rcmt |

Paszword: |uuu |
Ok Cancel
Figure 5.6 Login to the Main Unit after changing the IP address
Click on the [Done] button at the bottom right
Then the [Settings] button will also appear in the bottom right-hand corner, please click on it:
# Settings
In the window that opens, click on the [System] tab.
Image Stream Cwerlay  Audio Privacy mask = Apps System

Here on [Users]:

5 e 2 e o] | (®) X
Language Date and time Orientation Users ONVIF SNMP Events Detectors Maintenance

s @ o g ©» & &

TCRIP 03c Security Storage V0 ports HDMI Plain config

Figure 5.7 Select the Users menu

There you create a new user "Admin" in the role of the administrator by clicking on the "+" sign.




Important!
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Please enter as password 2x8bg4

Username

admin

Password

2x8bg4

Users

® HNew
i

Username

| admin

New password

Repeat password

Password strength: Weak

Role

Administrator

After entering the password click on [Save].

Now two users root and Admin should appear in the user menu.

Users

& root
Administrator

® admin
Administrator

Figure 5.9 Created users

Figure 5.8 Create new user Admin
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In the Anonymous Users field, move the slider to the right to allow anonymous users.

Anonymous users

Allow anonymous viewers | :D

Anonymous users

Allow anonymous viewers I:}

Figure 5.10 Anonymous Users field

and confirm the note by clicking the [Yes] button.

Are you sure you want to allow anonymous users?

It's arisk to do so. For example, an unauthorized person
could tamper with PTZ positions and other settings.

Figure 5.11 Note Allow anonymous users
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54 Further system settings

5.4.1 RTSP (Real-Time Streaming Protocol)

Please check that the following setting is set:

On the System tab, click on [Plain config].

O~ H ra
5 o] ] & (®)
Language Date and time Orientation Users ONVIF SNMP Events Detectors
-y — U] an
by @ ) S0 s 5 o
TCPAP 03c Security Storage I'0 ports. HDMI Plain config

Figure 5.12 Selection menu

Click on the [Got it] button in the message that now appears

Advanced settings

Plain config is for expert users anly. Only use
these settings if you know what you're doing.

Don't show this again

-

To check whether the correct settings are set, scroll down in the offered selection menu "Plain-
config" and click in the line [Network]

Figure 5.13 Confirmation query Advanced settings

Layout
MediaClip
Network
NetworkLed

QOutput

Figure 5.14 Selection menu Simple Config
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In the opened window scroll down almost completely to RTSP. The following settings should be
made there:

RTSP
Allow client transport settings
AuthenticateCverHT TP - has no effect
Authenticate RTSP over HTTF

Enabled

Port

554

Allow anonymous viewers

Timeout

80 [0.]

Figure 5.15 RTSP Menu

5.4.2 Displaying the date and time in the video image
These settings must be made individually for each camera.

To select a camera, click on the corresponding camera in the Start menu screen.

n Camera 1 |

Camera 2

Camera 3

Camera 4

Duad View

Figure 5.16 Camera selection Menu

Go to the [Overlay] tab
Image Stream Cwerlay | Audio Privacy mask  Apps System

Figure 5.17 Settings menu

Click on [Create overlay]

57

Create overlay Image list

Figure 5.18 Select Create Overlay
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Select [Create] from the Create Overlay menu

Create overlay

(@) Text

i) Image

Figure 5.19 Menu Overlay

Click on the date and time to display them in the image.

You can also set the desired formatting here.

Text

Select modifiers from the list or type in this field

Date  Time .. |é, v H 44 v || Custom v ‘

ﬂ

=

Text

9F %X

Date  Time .. |é," || 44 ¥ || Custom 7|

oo

Figure 5.20 Text input in the Overlay menu
Finally click on the button [Create].

Attention:

Before you start recording always set the date and time in the data logger first.

It is impossible to change the timestamp at recorded video data. This means, the setup of
a new logger time before downloading does not change the time within the video pic-
tures. In this case, the timestamps of the other channels and the video picture timestamp

could not match.
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5.4.3 Stream settings

Click on the [stream] tab.
Image Stream Cwerlay | Audio Privacy mask = Apps System

The following settings can be made here:

General H.264 encoding . Audio
Compression profile m
Stream profiles Zipstream Bitrate control Include D
. Variable v
— 0, ovame res (D) Vo v
Orientation
Frame rate E [0.30 (0 = =) fps (3) Dynamic GOP (L)

roate | 0 [ oo [EER 270
Compression

P P_frames [0.1023]
Low e— ngh Wirror D

Figure 5.21 Stream settings

Note:

In case that the video is stuttering or has breaks, please reduce the preset <Maximum
frame rate>. Reducing to 15 or 20 fps eliminates the problem which is caused by to high
frame rates especially with HD cameras.

Framerate | 15 | [0.30] (0= o=} fps (i)

Figure 5.22 Frame rate settings

Up to two microphones can be connected to the Main Unit. To include an audio recording in the
video stream, click the [Include Audio] slider and select the desired audio input:

Audio

Include I}

Source Input 1 '+

Input 1

Figure 5.23 Include audio in the video stream
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5.4.4 Audio setting

To enable audio, select the [Audio] tab.
Image Stream Cwerlay | Audio Privacy mask  Apps System

Make the desired settings here.

Audio QOutput (Source 1)

Allow audio Gain

i 0 dB
Source 1 D ‘3

Audio clips
Source 2 :D

Clips | Camera clicks "’| = @
Mode | Full duplex v

Figure 5.24 Audio settings menu

Further settings can be made by selecting the audio source.

Audio Input (Source 1) Gain Audio clips

Allow audio Encoding | AAC - 48 kHz, 32 kbits ¥ Y — 1543 Clips ® @
S I) Type | Powered unbalanced microp ¥ Output (Source 1)
Gain
Source 2 D Level -36 dB ‘3
) — 0B
|

v o

Mode Full duplex 28 <18 14 - 8 O 5 4 3 2 1 o

Figure 5.25 Further audio source settings

The audio quality can still be adjusted with the [Encoding] settings

Encoding | AAC-48kHz, 32kbitls ¥ |

Figure 5.26 Setting the audio quality

Hint:
When you have made all settings, please set the IP settings of your PC or laptop back to
dynamic IP address.
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5.5 System Maintenance

For system maintenance please click on the menu item [System].

Image Stream Cwerlay | Audio Privacy mask = Apps System

Click on the [Maintenance] icon there

- r, .
IQ L - ’ W m @ ‘\
Language [rate and time Orientation Users ONVIF SHMP Events Detectors Maintenance
Ty == e
3] ® ) S 10 ¥ o
TCPAP 03c Security Storage I'C ports. HDMI Plain config

Figure 5.27 System menu

Various system tasks can be performed in the System / Maintenance menu, including resetting
to factory settings and an update or downgrade of the firmware.

Reset

Do a =afe restart Restart

Restore the factory values but keep

the IP settings Restore

Restore all factory values Default

Figure 5.28 Reset to factory settings

Firmware upgrade

Current firmware: 10.0.2

1. Download the firmware here:
Www.axis. comisupportfirmware

2. Select the firmware

Select file

3. Install the firmware

Upgrade type:
(@ standard upgrade

() Factory default

(;. Autorollcack

Figure 5.29 Firmware upgrade
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Firmware rollback

Roll back to the previoushy installed firmware.

Previous version: Mot available
Last upgrade at: Not available

Figure 5.30 Firmware rollback

5.6

Reset to factory settings

In addition to the procedure described above, you can also reset the Main Unit to the factory
settings as follows:

1.

2.

Disconnect power from the product.

Hold down the control button between the two SD card slots on the right side
and

Reconnect the power supply.

Keep the control button pressed for 15-30 seconds until the status LED indicator flashes
amber.

Release the control button.

The process is complete when the status LED indicator turns green. The product has
been reset to the factory default settings.
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6 Configuring the network camera AXIS F41/F44

6.1 Connecting the network camera AXIS F41/F44

Connect the camera with the associated main unit. Connect the power supply to the main unit.
Connect your PC or laptop via Ethernet cable to the main unit. Turn on the power supply. All
LEDs should light green after about 60 seconds.

Network camera AXIS F41
PC / laptop

Power supply (acc. AXIS
spec.)

v

Figure 6.1: Connecting the network camera with a PC/ laptop

Change your PCs IP configuration. Use static IP address with the following settings:

General |

¥ou can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

™ Obtain an IP address automatically
¥ Use the following IP address:

IF address: [ 192.168. 0 . a0

Subnet mask: | 255 . 255 .255. 0

Default gateway: |

" Obtain DMS server address automatically

¥ Use the following DNS server addresses:

Preferred DMS server: |

Alternate DNS server: I

[ validate settings upon exit Advanced... |
oK I Cancel |

Figure 6.2: Setting a static IP address
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6.2 Access to the network camera AXIS F41/F44
Open your browser and type in the preset IP address of the network camera: 192.168.0.90.

Choose your password and type it in. This password will be needed later.
If the system asks for a further authentication, please type in the same password like before.

AXISa.

S rrn

Create Certificate

Secure configuration of the root password via HTTPS requires a self-signed
certificate.

[ Create self-signed certificate... ]

Configure Root Password using HTTP
User name: root

Password (max 64 characters): |

Confirm password:

The password for the pre-configured administrator root must be changed

before the product can be used.

If the password for root is lost, the product must be reset to the factory default
settings, by pressing the button located in the product's casing. Please see the
user documentation for more information.

ONVIF will be disablad.
To enable ONVIF go to Setup > System Options = Security > ONVIF

Figure 6.3: Creating an user password

After setting the password please login to the AXIS F41/F44 web interface:

i )
Authentication Regquired u

@ http:/192.168.1.90 is requesting your username and password. The site says: "AXIS_ACCCEEOCE1IS8"

User Mame:

Password:

| ok || concel |

Figure 6.4: Login to the web interface
User name: root

Password: (your chosen password from before)

In some cases a browser add-on is necessary to display the video stream.
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Thereafter you have to set the capture mode and the power line frequency of the power supply.
In Europe 50 Hz is common.

Configure capture mode

Capture [1080p 1520x1080 (16:3) @ 25/30 fps (WDR) v]

Mode:

Capture mode defines how the image data will be taken with a priority given to
gither resolution or frame rate.

MNote: The Capture mode is intended to be =et the first time the camera is
configured. If changed later, some settings will be either removed or reset.

Figure 6.5: Configure the capture mode F41

AXISa

A mm- qaviams

Configure capture mode

Capture 1080p 1920x1080 (16:9) @ 15/12.5fps -

Mode:
1080p 19201080 (16:9) @ 15/12.5fps -
1080p 15201080 (16:9) @ 15/12.5fps -
1080p 1520x1080 (16:9) @ 15/12.5fps -

Capture mode defines how the image data will be taken with a pricrity given to
either resolution or frame rate.

Mote: The Capture mode is intended to be set the first time the camera is
configured. If changed later, some settings will be either removed or reseat.

Figure6.6: Configure the capture mode F44

AXiSa

Power line frequency

What power line frequency is used at your location? 50 Hz =

Set the correct power line frequency in arder to prevent image flickering. Select
50 Hz or 60 Hz and click OK to continue.

Note: Power line frequency is different in different geographic regions. In the
Americas, 60 Hz is usually used; most other parts of the world use 50 Hz. Local
variations may apply. always check with the local authorities.

Figure 6.7: Configure the power line frequency

Now you should see the live stream of the connected network camera.
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AXISa AXIS F41 Network Camera Live View | Setup | Help
Viewsize | Stream profile WOR

00 m==v OO

103 11 18 15:73:57

Installieren Sie den
AAC-Audio-Decoder!

| Playing, Motion JPEG

‘: 0 G @ Spatlors g 0 : Microphone ‘

Figure 6.8: Picture of a connected network camera
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6.3 Creating the user “admin”

For communicating with the data logger a special user is needed with administrator rights.

Click [Setup] = [Basic Setup] = [1 Users] - [Add...].

AXIS F41 Network Camera Live View | Setup | Help
~ Basic Setup Users 0
Instructions ———
1 Users
2 TCP/IP User Name User Group
3 Date & Time == Adminiztrator
4 Video Stream admin Agministrator
5 Audio Settings
» Video & Audio
v Live View Config
» Detectors
» Applications
* Events [ add.. |[ Modify. |[ Remove |
» Recordings
HTTP/RTSP Password Settings
Languages Allowr password type: |Em:nrpted & unencrypted Vl
v System Options User —
About Enable ancnymous viewer login (ne user name or password reguired)

Enable Basic Setup

Figure 6.9: Adding a new user

A new window is opened.

0 Name the new user “admin” and define a password. This

User Setup user and password will be needed later too.
User name: admin
Password (max 64 characters.): sesess Recommended: .
Confirm password: User name: admin
Password: 2x8bg4
b ) viewer
Bz Choose the <User group> (0) Administrator and click

AAdministratur [OK] .
[ OK ] [ Cancel

Activate at <User Settings> the checkbox Enable anonymous viewer login (no user name or
password required). Confirm the settings with [Save].

User Settings
nable anonymous viewer login (no user name or password required)

Enable Basic Setup

Figure 6.10: Enable anonymous viewer login
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6.4 Setting date and time

Change to the entry [Basic Setup] - [3 Date & Time]. Choose the <Time mode> (0) Set man-
ually. Set up date and time. Confirm the settings with [Save].

Comment:

The time set here is initially only a temporary adjustment. In our system the data logger
is the time master and overwrites the logger time after successfully synchronizing with
the video server.

AXISa AXIS F41 Network Camera Live View | Setup | Help
- Basic Setup Date & Time Settings (9]
Instructions J— Time
1 Users
2 TCP/IP Date: (2014-11-18 Time: |15:29:10
3 Date & Time New Server Time

4 Video Stream

. . Time zone: GMT+08 (Beijing, Hong Kong, Shanghai) s
5 Audio Settings l

Automatically adjust for daylight saving time changes.

*» Video & Audio Time mode:
» Live View Config ) Synchronize with computer time

Date: (2014-11-18 Time: (15:29:51

» Detectors
() Synchronize with NTP server

k ﬁDpliCﬂtiDl’lS NTP server: No server specified
Set manually
* Events @
Date: (2014-11-18 Time: [15:29:08
» Recordings Date & Time Format Used in Images
Languages Spacify date format: @ predefined |VV¥V-MM-DD |
. Do oF
v System Options i
Specify time format: @) predefined With resolution:
About -
'D Own v
| Save | Feset |

Figure 6.11: Set date and time manually

You can also display date and time on the video image.

Attention:

Before you start recording always set the date and time in the data logger first.

It is impossible to change the timestamp at recorded video data. This means, the setup of
a new logger time before downloading does not change the time within the video pic-
tures. In this case, the timestamps of the other channels and the video picture timestamp
could not match.

Click [Basic Setup] - [4 Video Stream]. Activate both checkboxes Include date and Include
time to activate the display on the video image. Confirm the settings with [Save].

If desired, change format options like <Text color>, <Text background color> and text place.
Confirm the settings with [Save].

Note:
Using the AXIS F44 these settings must be made for Camera 1 to 4.
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[Basic Setup] = [4 Video Stream] - [Camera ...]

AXIS F44 Network Camera Live View | Setup | Help

Video Stream Settings (’)

Image Audio H.264 MIPEG

- Basic Setup
Instructions
1 Users

2 TCP/IP Image Appearance
3 Date & Time Capture mode: 1080p 19201080 (16:3) @ 15/12.5fps
» 4 \ideo Stream Resclution: 1520x1080 (16:9) w pixels
Camera 1 Compression: 30 [0..100]
Camera 2
Camera 3 Mirror image
Camera 4 Rotate image: o + degrees
Quad Stream Video Stream

5 Audio Settings

Maximum frame rate:

Figure 6.12: Settings for cameras 1 -4

N AXIS F41 Network Camera Live View | Setup | Help
- Basic Setup Video Stream Settings (2]
Instructions :
1 Users Image Audio H.264 MIPEG
2 TCP}'IP Image Appearance
3 Date & Time Caphure modes: 1080p 19201080 (16:9) & 25/30 fps (WDR)
4Video Stream || fehior:  [5a0r1000 () v] el
3 Audio Settings Comprassion: [0..100]
» Video & Audio O Mirrer image
. . Rotate image: degress
+» Live View Config - -
+ Detectors Maximum frame rate:
® Unlimited
» Applications O Limited to [1..25] fps per viewer
» Events Overlay Settings

[ 1nciude overlay image at the coordinates: X D [0..] ¥ IC' [0..]

» Recordings
a Include dat= Incude time

Languages O 1nclude text: |:|
» System Options Text owerlay size:
Text color: Text backgreund colar: | black R
About Place text/date/time 2t of image
Preview
View image stream while configuring. Video format: |MIPEG v
| Save I Resst |

Figure 6.13: Include date and time in the video stream

The setup for in the video image embedded timestamps is finished.

Note:

In case that the video is stuttering or has breaks, please reduce the preset <Maximum
frame rate>. Reducing to 15 or 20 fps eliminates the problem which is caused by to high
frame rates especially with HD cameras.
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6.5 Audio settings (FW 2.0.1 onwards)

Change to [Basic Setup] = [4 Video Stream] and switch to the tab [Audio]. Activate the
checkbox Enable audio to enable the general audio functionality.

Note:
Using the AXIS F44 these settings must be made for Camera 1 to 4.
[Basic Setup] = [4 Video Stream] - [Camera ...]

AXISa AXIS F41 Network Camera Live View | Setup | Help
- Basic Setup Video Stream Settings 0
Instructions
1 Users Image Audio H.264 MIPEG
2 TCP/IP Enable Audio
i E.a"éz:' STIII"I‘I'E ~ Enable sudia Note that the image preview is without audio.

Current Audic Settings:
= AAC, Full duplex

5 Audio Settings
v Video & Audio

v Live View Config

Figure 6.14: Enable audio

6.5.1 Adjusting audio source

Change to the entry [Video & Audio] - [Audio Settings]. Here you can configure the con-
nected source as well as the recorded audio quality.

AXISa AXIS F41 Network Camera Live View | Setup | Help
» Basic Setup Audio Settings Q
Audio Channels

~ Vi Audi
Igﬁgo&sugg:: Audio mode: [ Full duplex v

Stream Profiles Audio Input

Camera Settings R [ Microphone K]
Overlay Image
Privacy Mask [J Microphone power
Audio Settings Input gain: a8 Levet: -0/ -6 oes
Audio Clips
Encoding: AAC v
» Live View Config Sample rate: kHz
T Bit rate: kbits/s
Note: The Java applet only supports G711 audio. QuickTime supports G711 and AAC.
» Applications Audio Output
Output gain: d8
» Events

v Rarardinne

Figure 6.15: Configure audio settings
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In the dropdown box next to <Source> you can choose between [Line] for an audio source like
an MP3 player and [Microphone].

Audio Input

Source: Line

Microphone power

.

Input gain: dE Lewel: -40| -2 | o ag

Figure 6.16: Select audio input (Line)

The source [Microphone] supports additionally the functionality to power a microphone.
Audio Input
Source: Microphane

[l Microphane power
Input gain: dE Lewed: -2a | -d& | o as

Figure 6.17: Select audio input (Microphone)

The setting of the <Input gain> can be used to configure an internal preamplifier for signal im-
provement.

Note:
If the source configuration is not valid the audio signal may be distorted.

6.5.2 Adjusting audio quality

For a high audio quality we recommend to configure the <Sample rate> and the <Bit rate> at
the highest value. The <Encoding> is left by default (AAC).

Encoding: AAC s
Sample rate: kHz
Bit rate: kbizz/s

Figure 6.18: Adjust audio quality
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6.6 IP configuration

Change to the entry [Basic Setup] - [2 TCP/IP]. Choose the <IPv4 Address Configuration>
(0) Use the following IP address. Type in these data:

IP address: 192.168.1.90

Subnet mask: 255.255.255.0

IPv4 Address Configuration
Enable IPv4
) Obtain 1P address via DHCP

@ Use the following IP address:

IP address: 192.168.1.90 Test

Subnet mask: 255.255.255.0

Default router:
Figure 6.19: Setting an IP address
Confirm the settings with [Save].

Note:
By changing the IP address you lose the connection to the network camera.

This also will be told to you in an information window:

You have changed the Automatic IP Configuration.

Check that all your TCPAP settings are correct before clicking OK,
or else the server might not be reachable afterwards.
Ifthis happens it must be reset to the factory default settings.

[ ok ][mmrechen

Figure 6.20: Hint 1

The IP address for the AXIS F41 Metwork Camera has been changed.
To access the web pages, use the new IP address.

Figure 6.21: Hint 2

For reconnecting you have to change your computers IP address to 192.168.1.80. Then type in
your browser the new IP address of the network camera, to access the configuration again.

Note:
Finally, change your PCs or laptops IP configuration back to dynamic configuration.
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6.7 Resetting configuration

The camera AXIS F41/F44 can be set to default settings by the following steps:
Disconnect the connection to the power supply.

Press and hold the control button next to the SD slot and

reconnect to the power supply.

Hold the control button for 15 to 30 seconds till the Stat-LED flashes yellow.

A

When the Stat-LED turns green the process is finished.
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7 Configuring the network camera AXIS P12xx

7.1 Connecting the network camera AXIS P1204 / P1214 /
P1224

Connect the camera with the associated main unit. Connect the power supply to the main unit.
Connect your PC or laptop via Ethernet cable to the main unit. Turn on the power supply. All
LEDs should light green after about 60 seconds.

Network camera AXIS P1204 / P1214 / P1224
PC / Laptop

- pply (acc. AXIS

{Internet Protocol Version 4 (TCP/IPw) Properties
General

You can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

" Obtain an IP address automatically
—{% Lze the folowing IP address:

IP address: | 192.168. 0 . a0

Subnet mask: | 255 .255.255. 0

Default gateway: I

" Obkain DMS server address autamnatically

i* |se the following DNS server addresses:

Freferred DMS server: I

Alternate DMS server: |

[~ validate settings upon exit

Figure 7.1: Setting a static IP address



BLUEPIRAT SERIES | CAMERA USER GUIDE/ page 37 of 93

7.2 Access to the network camera AXIS P12xx

Open your browser and type in the preset IP address of the network camera: 192.168.0.90.
(http://192.168.0.90)

Choose your password and type it in. This password will be needed later.
If the system asks for a further authentication, please type in the same password like before.

AXISa

kg mE

Create Certificate

Secure configuration of the root password via HTTPS requires a self-signed
cartificate.

’ Create self-signed certificate... ]

Configure Root Password using HTTP
User name: root

Password (max 64 characters): |

Confirm password:

The password for the pre-configured administrator root must be changed
before the product can be used.

If the password for root is lost, the product must be reset to the factory default
settings, by pressing the button located in the product's casing. Please see the
user documentation for more information.

OMNVIF will be disabled.
To enable ONVIF go to Setup = System Options > Security > ONVIF

Figure 7.2: Create a user password

After setting the password please login to the web interface:
rF\L.|th|:r1t|'-:ati1:rn Required u1

@ http://192.168.0.80 is requesting your username and password. The site says: "AXIS_ACCCEE0GAIAL"

User Name:  root

Password: weee

| ok || Concel |

Figure 7.3: Login to the web interface
User name: root

Password: (your chosen password from before)

A browser add-on is necessary to display the video stream in some cases.


http://192.168.0.90/
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Thereafter you have to set the power line frequency of the power supply. In Europe 50 Hz is
common.

AXISa

kmmen et

Power line frequency

What power line frequency is used at your location? 50 Hz

Set the correct power line frequency in order to prevent image flickering. Select
50 Hz or 60 Hz and click OK to continue.

Note: Power line frequency is different in different geographic regions. In the

Americas, 60 Hz is usually used: most other parts of the world use 50 Hz. Local
variations may apply. slways check with the local suthaorities.

Figure 7.4: Configure the power line frequency

Now you should see the live stream of the connected network camera.

Live View | Setup | Help

AXI AXIS P1204 Network Camera

View size | ( Stream profile

@@ Motion JPEG v

o

Figure 7.5: Picture of a connected network camera
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7.3 Creating the user “admin”

For communicating with the blue data logger a special user is needed with administrator rights.

Click [Setup] = [Basic Setup] = [1 Users] - [Add...].

AXISa AXIS P1204 Network Camera Live View | Setup | Help
- Basic Setup Users 0
Instructions User List
1 Users User Name User Group
2 TCR/IP root Liministrator %

3 Date & Time
4 Video Stream

» Video

* Live View Config

+ Detectors i

» Applications l Mdt'r] | Modify... |[ Remove
' Events HTTP/RTSP Password Settings
» Recnrdings Allow password type:  Encrypted B unencrypted -
+ System Options User Settings
About D Enable anonymous viewer login (no user name or password reguirad)

Enable Basic Setup

Save ] [ Reset

Figure 7.6: Add a new user

A new window is opened.

Name the new user “admin” and define a password. This
User Setup O Lserand password will be needed later too.
User name: admin
Password (max 64 characters.): ssssss Secommended: d .
ser name: admin

onfirm password: seanne
contirm ® Password: 2x8bg4
User group: .:::. Viewar

© operator Choose the <User group> (0) Administrator and click

dAdministratur [OK] .
[ oK ] [ Cancel

Activate at <User Settings> the checkbox Enable anonymous viewer login (no user name or
password required). Confirm the settings with [Save].

User Settings
nable anonymous viewer login (no user name or password required)

Enable Basic Setup

Figure 7.7: Enable anonymous viewer login
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7.4 Setting date and time

Change to the entry [Basic Setup] - [3 Date & Time]. Choose the <Time mode> (0) Set man-
ually. Set up date and time. Confirm the settings with [Save].

Comment:

The time set here is initially only a temporary adjustment. In our system the data logger
is the time master and overwrites the logger time after successfully synchronizing with
the video server.

AXISa AXIS P1204 Network Camera Live View | Setup | Help
Date & Time Settings

- Basic Setup 9 0
Instructions Current Server Time
1 Users Date: | 2014-08-01 Time: 12:13:40
2 TCP/IP
3 Date & Time New Server Time
4 Video Stream Time zone: GMT (Dublin, Lisben, London, Reykjavik) -

» Video D Automatically adjust for daylight saving time changes.

Time maode:

¥ Live View Config (™) Synchronize with computer time

r Detectors Date: | 2014-08-01 Time: 14:13:44

) Synchronize with NTP server

N . .
Appllcatmns NTP server: Mo server specified

r Events @ Set manually

Date: 2014-08-01 Time: 12:13:11

+ Recordings
9 Date & Time Format Used in Images

» System Options @

Specify date format: . ¥YYY-MM-DD -
Predefined
About O om [%F
Specify time format: @ . 24h -  With resolution: 1 second -
Predefined
|:::| Ovwmn SaT
Save ][ Resat

Figure 7.8: Set date and time manually
You can also display date and time on the video image.

Attention:

Before you start recording always set the date and time in the data logger first.

It is impossible to change the timestamp at recorded video data. This means, the setup of
a new logger time before downloading does not change the time within the video pic-
tures. In this case, the timestamps of the other channels and the video picture timestamp
could not match.

Click [Video] - [Video Stream]. Activate both checkboxes Include date and Include time to
activate the display on the video image. Confirm the settings with [Save].

If desired, change format options like <Text color>, <Text background color> and text place.
Confirm the settings with [Save].
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AXIS P1204 Network Camera Live View | Setup | Help

AE AT

Video Stream Settings 0

+ Basic Setup

Image = H.264 = MIPEG

- Video
Video Stream Image Appearance
Stream Profiles Resolution: 1280x720 (16:9) w pixels
Camera Settings e —— =0 [0..100]
Overlay Image
Privacy Mask Mirror image
Rotate image: 0 » degrees
+ Live View Config Video Stream

Maximum frame rate:
' Detectors -
@ unlimited

4 Appliﬂatiﬂns @ Limited to I:I [1..20] fps per viewer

Overlay Settings

' Events

Include overlay image at the coordinates: X 0 [0..] ¥ O [O0..]
+ Recordings

9 Include date % Include time
- [

3 System Opt“}ns Include text:

Text color: white « Text background color: black -

About ———
Place text/date/time at top » of image
Preview

View image stream while configuring. Video format: MIPEG Open...

[Cowve ) mmssi )

Figure 7.9: Include date and time in the video stream
The setup for in the video image embedded timestamps is finished.

Note:

In case that the video is stuttering or has breaks, please reduce the preset <Maximum
frame rate>. Reducing to 15 or 20 fps eliminates the problem which is caused by to high
frame rates especially with HD cameras.
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7.5 IP configuration

Change to the entry [Basic Setup] - [2 TCP/IP]. Choose the <IPv4 Address Configuration>
(0) Use the following IP address. Type in these data:

IP address: 192.168.1.90

Subnet mask: 255.255.255.0

IPv4 Address Configuration
Enable IPw4
) Obtain 1P address viz DHCP

@ Use the following IP address:

IP address: 192.168.1.90 Test

Subnet mask: 255.255.255.0

Default router:
Figure 7.10: Setting an IP address
Confirm the settings with [Save].

Note:
By changing the IP address you lose the connection to the network camera.

This also will be told to you in an information window:

You have changed the Automatic IP Configuration.

Check that all your TCP/IP settings are correct before clicking OK,
or else the server might not be reachable afterwards.
Ifthis happens it must be reset to the factory default settings.

[ ok ][Abbrechen

Figure 7.11: popup window 1

The IP address for the AXIS P1214 MNetwork Camera has been changed.
To access the web pages, use the new IP address.

Figure 7.12: popup window 2
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For reconnecting you have to change your computers IP address to 192.168.1.80. Then type in
your browser the new IP address of the network camera, to access the configuration again.

(http://192.168.1.90)

Note:
Finally, change your PCs or laptops IP configuration back to dynamic configuration.

7.6 Resetting configuration

The AXIS P-series can be set to default settings by the following steps:

Disconnect the connection to the power supply.

Press and hold the control button next to the PWR connector and
reconnect to the power supply.

Hold the control button for 15 to 30 seconds till the Stat-LED flashes yellow.

O N o,

When the Stat-LED turns green the process is finished.



http://192.168.1.90/
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8 Configuring the network camera AXIS 207/210/211

Warning:
The camera must have installed the firmware version 4.40. If there is another firmware
version installed it is recommended to install the 4.40.

Any camera that is used with the data loggers BLUEPIRAT2 / BLUEPIRAT2 5E / BLUEPIRAT
Mini can be installed manually or automatically (recommended).

The manual configuration is done over the camera web interface.

The automatic configuration is done with the program “AXIS Camera Management”. For this
variant a template is available.

8.1 Related manuals

e AXIS 207 User Manual [1]
e AXIS 210 User Manual [2]
e AXIS 211 User Manual [3]

8.2 Automatic configuration (recommended)

Needed software: AXIS Camera Management v2.00.31
http://www.axis.com/techsup/software/index.htm or
http://www.axis.com/de/products/cam mgmt_software/interface.htm

Configuration steps:

9. Check firmware version. Recommended: 4.40 (more information see [1], [2], [3] or AXIS
online).

10. Resetting camera to the factory default settings (more information see [1], [2] or [3]
chapter “Resetting to the Factory Default Settings®).

11. Connect the camera with the PC / laptop via an Ethernet cable.

12. Set the password (more information see [1], [2] or [3] chapter “Set the password®).
13. Install camera template by using the program “AXIS Camera Management®.

14. Add administrator.



http://www.axis.com/techsup/software/index.htm
http://www.axis.com/de/products/cam_mgmt_software/interface.htm
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8.2.1 Installing the camera template

The template “BLUEPIRAT_Kamera_AXIS-ConfigTemplate_vX.X.cmt” configures your camera
automatically. The download file is available in our ServiceCenter at [BLUEPIRAT] = [Doku-
mentations] under the manual of the camera connection.

15. Click [Apply Template].

16. Click on the template file in the shortcut menu or choose it from the memory location
with [Browse...].

% AXIS Camera Management
.

Apply Ternplate

File Edit %Wiew Tools Help

 F B @ B A F .

Search  Assign IP Upgrade Add/Edit User Configure  Template Editor

@ Add Group

Mame

& . & .

Home Page Refrash  Wisws

... 02_Ocean+kKameralOoean-+amera_AxisConfigTemplate_v1.0.cmt

[E3 A1l Devices (1)
ﬁ MNew Devices [1]
@ W arnings/Erars

=-

i\ AARIS Camera Management - Templates\COcean+amera_Template_2007-04-18.cot

Figure 8.1: Select a template

A dialog opens:

% AXIS Camera Management
File Edit Wiew Tools Help

P B @ B A B . @ . H . B B.

Search | Assign IP Upgrade  AddjEdit User Configure Template Editor  Apply Template  Home Page Refresh  Views

lgﬁda | Eind ‘ | [y <] s
oup
ﬁ D : Mamne Status Address Serial Number Model Firmnware
SE svices (1] %% /5 207 - O040BC7EETEA 0K 192 166.0.90 DD40BCFEEIEA A5 207 440

ﬁ New Devices (1)
@ Wwamings/Ermore

Apply Template - Ocean+Kamera_axisConfigTemplate_v1.0

Template
Madel m Shaw Mice Names Show Errors and Warnings
Image 2
Date format
Max viewers [0.10]
O date farmat [String]
(O date format enabled no v
O time Format [String]
O time format enabled no ~
Referners l:l [String]
|
Line Description
& 97 The parameter "IPAddress = "192168.0.90'" i not recomme..
9107 The parameter "DNSMName = """ is nat recommended to get in.

MNote: Some parameters vary between models. Use model drop-down list to review the template for different models.

Devices
Narne Address Serial Murnber Model Firmnware
A5 207 - DD408CTEE1EA 192.168.0.90 OD408CTRETES  AXIS 207 4.40

L k. ][ Cancel l[ Help

Figure 8.2: Apply template
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17. Click [OK] to confirm the template.

A dialog opens.

18. Check the configuration process.

Shaw Find

Event # a1 [of 1) W4 M Te | [[Ctppl <] Clea
Status Date ~  Event Address Serial Mumber
QoK 18.04.2007 11:59:30  Template Config 1592.168.0.90 O0408CFEETES

Date: 18.04.2007 11:53.30 Address: 192.168.0.90

Event Template Config Serial Humber:  00403C75E1EA

Protocot  HTTP Model: AR5 207

Status Ewvent Description [
oK Set Parameter Image.D ateFormat = ¥*"y-M-DD i
@ oK Set Parameter Image.Masviewers = 10

@ oK Set Parameter Image.OwnD ateFormat = %F

& oK Set Parameter Image. OwnD ateFormatE nabled = no

@ oK Set Parameter Image.OwnTimeFarmat = %T

@ oK Set Parameter Image.OwnTimeFormatEnabled = na

@ oK Set Parameter Image.Referrers =

@ oK Set Parameter Image.ReferrersEnabled = no

O 0K Set Parameter Image. TimeFormat = 24 s

[ Expart... ] [ Cloze ] [ Help ]

Figure 8.3: Result of the configuration process
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8.2.2 Creating the user “admin”
For communicating with the data logger a special user is needed with administrator rights.

19. Click the configured AXIS camera with the right mouse button.
20. Click [User Management] - [Add/Edit User...] in the shortcut menu.

“%& AXIS Camera Management

File Edit Wew Tools Help

B @ F =2 B . B .&® .6 @G.

Search  AssignIP Upgrade Add/Edit User Configure Template Editor  Apply Template  Home Page Refresh  Views

|4G£L.f§d Group | Find: | v| [ Apply v] Clear
= Mame Status Address Serial Mumber Model Firrnware
& Al Devices (1) TN D0408C7561EA, i
& Mew Devices [1] Assign IP...
@ Warnings/Emors Maintenance
{25 My Groups User Management AddfEdit User. ..
Configuration 3 Remove Users. ..
List Users...
Setup Home Page
Live Yiew Home Page
Enter Device Credentials. ..
Use Master Credentials
Select all Strg+a
Copy To Group,..
Clear Mew Status
Delete From Database Umschalttaste+Entf
Refresh Selected Umschalttaste+FS
Properties,..
Figure 8.4: Add a user
A dialog opens.
21. Add administrator as follows:
Add/Edit User
Add or edit user for one or more devices.
Hser Details Name the new user “admin” and define a password.
WUy ez adrin vl This user and password will be needed later too.
Paszword: |ouuo |
Confirm password: |unu| | Recommended: ]
s - e | User name: admin
P trat
coess nghts rinistrator s PaSSWOI‘dZ 2X8bg4
FTZ contral: [] Enable
Al Ussrs Choose the <Access rights> “Administrator” and click
List existing users. [OK] '
L QK J ’_ Cancel ] [ Help ]

Figure 8.5: Select a user password
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8.3 Manual configuration

22. Reset camera to the factory default settings.

23. Connect camera with the PC / laptop via an Ethernet cable.

24. Open browser.

25. Type in the preset IP address of the network camera: 192.168.0.90.
26. Press [Enter].

27. Click [Setup].

28. Add administrator.

If you don't know the cameras IP address, use the program “|P-Utility” on the AXIS CD-ROM for
detection.

If it is still not possible to connect to the camera setup, please reset the camera via hardware
reset. This is described in the camera manual. In this case you have to use the fix IP address
192.168.0.10 for your PC. The camera is reachable by the IP address 192.168.0.90.

A step by step configuration of the camera is described in the section below.

The following instructions are illustrated by screenshots of the camera setup of the AXIS 210.
The layout of the other supported cameras 207, 207W and 211 can differ.

Note:
All modifications of one setup screen must be applied by the [Save] button. Otherwise
the changes will be discarded.

8.3.1 Resetting configuration

The camera AXIS 207/210/211 can be set to default settings at [System Options] > [Mainte-
nance] with the [Default] button under <Maintain Server>.

AXISa AXIS 210 Network Camera Live View | Setup | Help

» Basic Configuration Server Maintenance 0

Maintain Server

Restart the AXIS 210 Network Camera.

» Video & Image

» Live View Config

Resets all parameters, except the IP parameters, to the original factory settings.
» Event Configuration
; Default Resets all parameters to the original factory settings.
v System Options
» Security

Date & Time Upgrade the AXIS 210 Network Camera vith the latest firmvare.
» Network
» Ports & Devices Specify the firmware to upgrade to: Durchsuchen... and click Upgrade
LEQ settings Note: Do not disconnect power to the unit during the upgrade. The unit restarts automatically after the
Maintenance upgrade has completed. (1-10 minutes.)
» Support Backup
» Advanced
Save all parameters and user-defined scripts to a backup file.
About
Restore

Use a saved backup file to return the unit to a previous configuration.

Specify the backup file to use: Durchsuchen... and click

Figure 8.6: Reset configuration
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8.3.2 IP configuration

Change to the entry [Basic Configuration] - [2. TCP/IP]. Choose the <IPv4 Address Configu-
ration> (0) Use the following IP address. Type in these data:

IP address: 192.168.1.90
Subnet mask: 255.255.255.0
Default router: 192.168.1.1
AR a AXIS 210 Network Camera Live View | Setup | Help
v Basic Configuration Basic TCP/IP Settings O
Instructions IP Address Configuration
1. Users -
2. TCP/IP 3ddress via DHCP

3. Date & Time
4. Video & Image

Use the following IP address:

1P address: [192.168.0.90 | [ _Test |
RS- Subnet mask
» Live View Config Default router:

» Event Configuration

Options for notification of IP address change | Settings...

P, SySte'“ OpthHS AXIS Internet Dynamic DNS Service
About [ Save ] [ Reset ]

See also the advanced TCP/IP settings

Figure 8.7: Setting an IP address

Note:

When using a port on the rear side of the logger, please type in the <IP address>
192.168.0.90 and the <Default router> 192.168.0.1.

The same IP address has to be used in the data loggers configuration.

Confirm the settings with [Save].

Note:
By changing the IP address you lose the connection to the network camera.

This also will be told to you in an information window:

You have changed the Automatic IP Configuration.

Check that all your TCPAP settings are correct before clicking OK,
or else the server might not be reachable afterwards.
Ifthis happens it must be reset to the factory default settings.

[ ok I[Ahhrechen

Figure 8.8: Hint 1
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The IP address for the AXIS 211A Network Camera has been changed.
To access the web pages, use the new IP address.

Figure 8.9: Hint 2

For reconnecting you have to change your computers IP address to 192.168.1.80. Then type in
your browser the new IP address of the network camera, to access the configuration again.

Note:
Finally, change your PCs or laptops IP configuration back to dynamic configuration.

8.3.3 Creating the user “admin”

For communicating with the data logger a special user is needed with administrator rights.
Click [Setup] = [Basic Configuration] - [1. Users] - [Add...].

A new window is opened.

Name the new user “admin” and define a password. This user and password will be needed
later too.

Recommended:
User name: admin
Password: 2x8bg4

Choose the <User group> (0) Administrator and click [OK].

Activate at <User Settings> the checkbox Enable anonymous viewer login (no user name or
password required). Confirm the settings with [Save].

Note:

If you want to use an individual password for the camera, you have to deactivate this
checkbox. Now you can change the password for the user “admin” individually.

This password has also to be configured in the client.



AXIS 210 Network Camera

Cormunicar ons

v Basic Configuration
Instructions
1. Users
2. TCP/IP
3. Date & Time
4. Video & Image
» Video & Image
» Live View Config
» Event Configuration

» System Options

About
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Users

Administrator
admin Administrator

Maximum number of Simu

Subsequent viewers vill see a blank image.

[ Save ] [ Reset ]

Figure 8.10: Enable anonymous viewer login

Live View | Setup | Help

o
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8.3.4 Setting date and time

Change to the entry [Basic Configuration] - [3. Date & Time]. Choose the <Time mode> (0)
Set manually. Set up date and time. Confirm the settings with [Save].

Comment:

The time set here is initially only a temporary adjustment. In our system the data logger
is the time master and overwrites the logger time after successfully synchronizing with
the video server.

AXiSa AXIS 210 Network Camera Live View | Setup | Help
v Basic Configuration Date & Time Settlngs 6
Instructions Current Server Time
1. Users [Zoo7-0124] T [fzi1e:30 |
2 TCP,"IP Date: |[2007-01-24 Time: [1353:16:30
3. Date & Time New Server Time
4. Video & Image Time zone: !GMT (Dublin, Lisbon, London, Reykjavik) v
» Video & Image D Automatically adjust for daylight saving time changes.

Time mode:

» Live View Confi
9 O Synchronize vith computer time

» Event Configuration Date: [2007-01-24 | Timat|14:16:36
» System Options O Synchronize vith NTP server
NTP server: No server specified
About
c:: (3) Set manually :;

Date: |2007-01-24 | Time:[13:16:17 |
Date & Time Format Used in Images
Specify date format: (&) predefined |YYYY-MM-DD V|

O ovn %F
Specify time format: (3) pradefined With resclution:
O own

[ Save ] [ Reset ]

Figure 8.11: Set date and time manually

You can also display date and time on the video image.

Attention:

Before you start recording always set the date and time in the data logger first.

It is impossible to change the timestamp at recorded video data. This means, the setup of
a new logger time before downloading does not change the time within the video pic-
tures. In this case, the timestamps of the other channels and the video picture timestamp
could not match.

Click [Video & Image] = [Image]. Activate both checkboxes Include date and Include time to
activate the display on the video image. Confirm the settings with [Save].

If desired, change format options like <Text color>, <Text background color> and text place.
Confirm the settings with [Save].



BLUEPIRAT SERIES | CAMERA USER GUIDE/ page 53 of 93

AXiSa AXIS 210 Network Camera Live View | Setup | Help
» Basic Configuration Image Settmgs O
. Image Appearance
i V:I[?::gsel Image Resolution: pixels
Overlay/Mask Compression: [0..100]
> A
HuEREEE Rotate image: degrees
» Live View Config Color level: (0..100] "
» Event Configuration Brightness: [0..100] (Does not affect Test image)
Contrast: [0..100] (Does not affect Test image)

» System Options
" Changes to color level do not affect Test image (exception 0 = B/W)

About Text Overlay Settings :
< Include date Include time >

[ 1nclude text: I l

Text color: Text background color:
Place text/date/time at of image
Video Stream

Maximum video stream time:

@ Unlimited

O Limited to [ |[1..] [seconds V¥ | per session

Maximum frame rate:

O Unlimited
QLimited to 15 | [1..30] fps pe@
Test
Test settings (using Motion JPEG) before saving.

[ Save ] [ Reset ]

Figure 8.12: Include date and time in the video stream

The setup for in the video image embedded timestamps is finished.

Note:

In case that the video is stuttering or has breaks, please reduce the preset <Maximum
frame rate>. Reducing to 15 or 20 fps eliminates the problem which is caused by to high
frame rates especially with HD cameras.
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8.3.5 Setting MPEG-4

Change to the entry [Video & Image] - [Advanced] - [MPEG-4]. Change <Length> to 32.
Choose the <Maximum bit rate> (o) Limited to ... kbit/s. Type in “3000".

AXISa AXIS 210 Network Camera Live View | Setup | Help
» Basic Configuration MPEG-4 Sett'ngs 0
" Client Compatibility
~ Video & Image . TR | = ;
Image Video object type: | Advanced Simple ¥
Overlay/Mask [ 1sma complisnt
v Advanced GOV Setti
Camera : 5 -
MPEG-4 Structure: 1P &)
Length 32 -150
» Live View Config i {t-1301
» Event Configuration Maximum bit rate: () Unlimited
» System Options ( @ Limitad to 3000 kbth
Us=: & variable bit rate

About
O Constant bit rate

Target bit rate: kbit/=

Prigrity: {
View Image Settings
View image after zaving.

[ Save JL Reset ]

Figure 8.13: MPEG-4 settings
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9 Configuring the Video Encoder AXIS Q7404

9.1 Connecting the Video Encoder AXIS Q7404

Connect the required cameras with the Video Encoder. The BNC connectors of the Video En-
coder are numbered. Always start with the first connector.

Connect the power supply to the Video Encoder. Connect your PC or laptop via Ethernet cable
to the Video Encoder. Turn on the power supply. All LEDs should light green after about 60 sec-
onds.

AXIS Q7404

3 Power supply (acc. AXIS
spec.)

Cameras

- < PC / lapton

ol <

<

il € y———\
/ \

v

Figure 9.1: AXIS Q7404

Change your PCs IP configuration. Use static IP address with the following settings:

- H n
Internet Protocol Version 4 (TCP/IPv4) Properties L..L

General |

You can get IP settings assigned automatically if your network supparts
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

" Obtain an IP address automatically
—{%" |se the following IP address:

IP address: | 192,168 . 0 . &gl

Subnet mask: | 255 .255.255. 0

Default gateway: I

" obtain DMS server address automatically

—{% Use the following DNS server addresses:

Preferred DNS server: I

Alternate DNS server: I

[~ Validate settings upon exit Adyanced... |
oK I Cancel |

Figure 9.2: Setting a static IP address
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9.2 Access to the Video Encoder AXIS Q7404

Open your browser and type in the preset IP address of the video server: 192.168.0.90.

Choose your password and type it in. This password will be needed later.
If the system asks for a further authentication, please type in the same password like before.

AXISa

Eemm Gt

Create Certificate

Secure configuration of the root password via HTTPS reguires a self-signed
certificate.

[ Create salf-signed certificate... ]

Configure Root Password using HTTP

User name: root
Password (max 64 characters): I:I
S—— —

The password for the pre-configured administrator root must be changed
before the product can be used.

If the password for root is lost, the product must be reset to the factory default
settings, by pressing the button located in the product's casing. Please see the
user documentation for more information.

Figure 9.3: Creating a user password

After setting the password please login to the video server:
rAuthenticatiun Required u1

@ http://192168.0.90 is requesting your username and password. The site says: "AXIS_00408 CCOFBCS”

User Mame: |

Password:

| ok || Concel |

Figure 9.4: Login to the video server
User name: root

Password: (your chosen password from before)

Depending on the installed language at the video server you can download a new language file
or select the existing.



BLUEPIRAT SERIES | CAMERA USER GUIDE/ page 57 of 93

AXIS Q74D4 Video Encoder Live View | Setup | Help

Gemmu i

Languages 0

Get Language

Get a language file from www.axiifcom

+ Basic Setup

b Video & Audio

} Live View Config Upload Language
» PTZ Selact language file to upload: Mo file selacted. and click
Select Language
' Detectors
B English
* Applications save [ Reset

» Events

+ Recordings
Languages

} System Options

About

Figure 9.5: Selecting a language
In some cases a browser add-on is necessary to display the video stream.

Now you should see the live stream of the connected network camera number 1.

AXISa AXIS Q7404 Video Encoder Live-Ansicht | Einrichtung | Hilfe

Video-Straamprofil

Motion JPEG V.

| Wiedergabe von, Motion JPEG

000 )

®100% ~
s =

Figure 9.6: Picture of a connected network camera
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9.3 Creating the user “admin”
For communicating with the data logger a special user is needed with administrator rights.

Click [Setup] (1) - [Basic Setup] = [1 Users] (2) = [Add...] (3).

AXISa. AXIS Q7404 Video Encoder Live View Help

~ Basic Setup Users 1 0
I @ eElos User List
; s 2 User Name User Group User Info
3. Date & Time root Rdministrator n
4, Video Stream admin kdministrator
5. Audio Settings
b Video & Audio
» Live View Config
+ Events 3 I

» System Options

N
‘ Add... '[ Modify... ][ Remove ]
About

HTTP/RTSP Password Settings
Allow password type: | Encrypted & unencrypted EI

User Settings
7 Bhable anonymous viewer login (no user name or password requiraed)
Enable anonymous PTZ control login (no user name or password required)

Enable Basic Setup

e ——
8 (save D[ Reset )

Figure 9.7: Adding a new user

A new window opens.

Systemn Opticns/User Setup - AXIS Q... |

@) 192.168.0.90/admin/users_set.shtmi?hasic=yesfigre 7 7

User Setup 4 (2 Name the new user “admin” and define a password
User name: (4). This user and password will be needed later too.

Password (max 8 chars.):

. B Recommended:

onfirm password: User name: admin
U . If-‘l . )

sar group ) Viewer Password: 2X8bg4

& Operator

5 @aaministrater Choose the <User group> (0) Administrator (5) and

Enable PTZ contral CI|Ck [OK] (6).

6 ok D[ cancal |

Activate at <User Settings> the checkbox Enable anonymous viewer login (no user name or
password required) (7). Confirm the settings with [Save] (8).
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9.4 Setting date and time

Change to the entry [Basic Setup] - [3. Date & Time] (9). Choose the <Time mode> (0) Set
manually (10). Set up date and time. Confirm the settings with [Save] (11).

Comment:

The time set here is initially only a temporary adjustment. In our system the data logger
is the time master and overwrites the logger time after successfully synchronizing with
the video server.

AXiSa AXIS Q7404 Video Encoder Live View | Setup | Help
- Basic Setup Date & Time Settings (2]
Instructions Current Server Time
1. Users

Date: | 2012-07-20 Time: |18:15:39

2. TQR/ID 9
3Date & Time New Server Time
4. ided £4am Time zone: GMT (Dublin, Lisbon, London, Reykjavik) El

5. Audio Settings
g |:| Automatically adjust for daylight saving time changes.

r Video & Audio Time mode:

Synchronize with computer time

» Live View Confi
9 Date: (2012-07-20 Time: |18:18:29

+ Events (") Synchronize with NTP server
. NTP server: No server specified
+ System Options 10 Set manually
About Date: | 2012-07-20 Time: 18:19:00

Date & Time Format Used in Images

Specify date format; @ YYYY-MM-DD

pecify Predefined lzl
'\:f' Own #aF

Specify time farmat: @ 24h With resolution: | 1 second

pecify Predefined Izl El
® owm 5T

11 save D reset |

Figure 9.8: Set date and time manually

You can also display date and time on the video image.

Attention:

Before you start recording always set the date and time in the data logger first.

It is impossible to change the timestamp at recorded video data. This means, the setup of
a new logger time before downloading does not change the time within the video pic-
tures. In this case, the timestamps of the other channels and the video picture timestamp
could not match.

Click [Basic Setup] = [4 Video Stream] (6). <------ Unterschied zu deutscher Version. Activate
both checkboxes Include date and Include time (7) to activate the display on the video image.
Confirm the settings with [Save] (9).

If desired, change format options like <Text color>, <Text background color> and text place (8).
Confirm the settings with [Save] (9).
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AXIS AXIS Q7404 Video Encoder Live View | Sotup | Help
le
« Basic Setup Video Stream Settings (2]
Instructions
1 Users Tmage Aulio "as MG
2 TCP/1P Image Appearance
» AR 6 Resoition: C) Aspect rabo cormecton
5 M - ACIF (704 x AN0) ¥
C : 3o 0..100
» Video & Audio ke (0159
£ Muror mage
* Live View Config Rotate mage; 0 [l degrees
» PTZ Color seting Color v
Video Stream
» Applications Maxenurn frame rate
» Events 7
O Umited to [1..30) fpx per viower
» Recordings Overlay Settings

System Options 0 Inddude oveday mage at the coordnates; X 0 f0.] vo (0.
Y inchude date 17 inchude vme 7j
About
[ :
xt color: white % Text background color; | black v 8
xt/date/time at 0D ¥ ol image

View mage stream whie confuminng Wdeo format:  MIMEG = Open,

T

Figure 9.9: Including date and time in the video stream

The setup for in the video image embedded timestamps is finished.

Note:

In case that the video is stuttering or has breaks, please reduce the preset <Maximum
frame rate>. Reducing to 15 or 20 fps eliminates the problem which is caused by to high
frame rates especially with HD cameras.
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9.5 IP configuration

Change to the entry [Basic Setup] - [2. TCP/IP] (12). Choose the <IPv4 Address Configura-
tion> (0) Use the following IP address (13). Type in these data (14):

IP address: 192.168.1.90

Subnet mask: 255.255.255.0

Confirm the settings with [Save] (15).

AXISa AXIS Q7404 Video Encoder Live View | Setup | Help
+ Basic Setup Basic TCP/IP Settings (7]
Instructions Network Settings
; 12 View current network settings: View
3. DO Time IPwv4 Address Configuration
4. Video Stream Enable 1Pyve

5. Audio Settings .
') Obtain IP address via DHCP

+ Video & Audio 13 ..lse the following IP address: 14

IP =ddress: 192.168.1.90

255.255.255.0

» Live View Config

Subnet mask:

+ Events
Default router:
» System Options IPv6 Address Configuration
About . Enable IPvS
Services

Enable ARP/Ping setting of IP Address

AXIS Internat Dynamic DNS Sarvica
15 [ Save ]] Reset ]

See also the advanced TCP/IP settings

Figure 9.10: Setting an IP address

Note:
By changing the IP address you lose the connection to the video server.

This also will be told to you in an information window:

The IP address for the AXIS Q7404 Video Encoder has been changed.
To access the web pages, use the new IP address.

Figure 9.11: Hint
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For reconnecting you have to change your computers IP address to 192.168.1.80. Then type in
your browser the new IP address of the network camera, to access the configuration again.

The first camera connected to the Video Encoder AXIS Q7404 is now configured. If more than
one camera should be connected, the same changes for all connected cameras have to be
done. Use the specified IP address in the following table for its respective camera.

Camera 2 Camera 3 Camera 4
IP address 192.168.1.91 192.168.1.92 192.168.1.93
Subnet mask 255.255.255.0 255.255.255.0 255.255.255.0

Note:
Finally, change your PCs or laptops IP configuration back to dynamic configuration.
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10 Configuring the Video Encoder AXIS P7214

10.1 Connecting the Video Encoder AXIS P7214

Connect the required cameras with the Video Encoder. The BNC connectors of the Video En-
coder are numbered. Always start with the first connector.

Connect the power supply to the Video Encoder. Connect your PC or laptop via Ethernet cable
to the Video Encoder. Turn on the power supply. All LEDs should light green after about 60 sec-
onds.

AXIS P7214

Cameras ‘ ‘1’
- - PC / laptop
) 1

N

Power supply (acc. AXIS spec.) I |

Figure 10.1: Connecting a Video Encoder

Change your PCs IP configuration. Use static IP address with the following settings:

[ Internet Protacol Version 4 (TCP/IPv4) Properties
General

You can get IP settings assigned automatically if your network supparts
this capability. Otherwise, you need to ask your network administrator
for the appropriate IP settings.

" Obtain an IP address automatically
—{% Uze the following IP address:

IP address: | 192.168. 0 . 80l

Subnet mask: | 255 .255.255. 0

Default gateway: I

" Cbkain DMS server address automatically

—{* Use the following DNS server addresses:

Preferred DNS server: I

Alternate DNS server: I

[~ validate settings upon exit Advanced... |
K I Cancel |

Figure 10.2: Setting a static IP address
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10.2 Access to the Video Encoder AXIS P7214
Open your browser and type in the preset IP address of the video server: 192.168.0.90.

Choose your password and type it in. This password will be needed later.
If the system asks for a further authentication, please type in the same password like before.

AXISa

Eemm Gt

Create Certificate

Secure configuration of the root password via HTTPS reguires a self-signed
certificate.

[ Create salf-signed certificate... ]

Configure Root Password using HTTP

User name: root
Password (max 64 characters): I:I
S—— —

The password for the pre-configured administrator root must be changed
before the product can be used.

If the password for root is lost, the product must be reset to the factory default
settings, by pressing the button located in the product's casing. Please see the
user documentation for more information.

Figure 10.3: Selecting a user password

After setting the password please login to the video server:

g e S A
Authentication Required u

@ http://192.168.0.90 is requesting your username and password. The site says: "AXIS_ACCCEE0OGAIAG"

User Name:

Password:

| ok || cancel |

Figure 10.4: Login to the video server
User name: root

Password: (your chosen password from before)
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Depending on the installed language at the video server you can download a new language file
or select the existing.

AXISa AXIS P7214 Video Encoder Live View | Setup | Help

..... Eatians

Languages 0

Get Language

Get a language file from m.a@'ﬁ.com

} Basic Setup

' Video & Audio

} Live View Config Upload Language
» PTZ Select language file to upload: No file selactad. and click
Select Language
' Detectors -
@ EH English
' Events Save ] [ Reset ]

' Recordings
Languages
» System Options

About

Figure 10.5: Select a language
In some cases a browser add-on is necessary to display the video stream.

Now you should see the live stream of the connected network camera number 1.

AXISa AXIS P7214 Video Encoder Live Viewz Help

Stream profile

Motion JPEG | w |

r

Figure 10.6: Display a video stream

Y

To have a look at the other cameras open the dropdown menu on top and select the one you
want to see or to see the videos of all four cameras in one screen click [Quad Stream)].
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10.3 Creating the user “admin”

For communicating with the data logger a special user is needed with administrator rights.

Click [Setup] (1) - [Basic Setup] = [1. Users] (2) - [Add...] (3).

AXISa AXIS P7214 Video Encoder Live View Help

~ Basic Setup Users 1 0
I @ eElos User List
; s 2 User Name User Group User Info
3. Date & Time root Rdministrator n
4, Video Stream admin kdministrator
5. Audio Settings
b Video & Audio
» Live View Config
+ Events 3 I

» System Options

N
‘ Add... '[ Modify... ][ Remove ]
About

HTTP/RTSP Password Settings
Allow password type: | Encrypted & unencrypted EI

User Settings
7 Bhable anonymous viewer login (no user name or password requiraed)
Enable anonymous PTZ control login (no user name or password required)

Enable Basic Setup

e ——
8 (save D[ Reset )

Figure 10.7: Adding a new user

—

L=l =1BES8 A new window is opened.

@) 192.168.0.90/admin/users_set.shtml?basic=yesfigre 7 7

Name the new user “admin” and define a password

User Setup 4 0 (4). This password will be needed later.
User name: Recommended:

Password (max & chars.): Usel’ name: a.dmln

Confirm password: Password 2X8bg4

User group: ® viewer

Choose the <User group> (0) Administrator (5) and
click [OK] (6).

& Operator
5 Administratur

Enable PTZ contral

6 o S cancel ]

Figure 10.8: Choose a password for the new user

Activate at <User Settings> the checkbox Enable anonymous viewer login (no user name or
password required) (7). Confirm the settings with [Save] (8).
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10.4 Setting date and time

Change to the entry [Basic Setup] - [3. Date & Time] (9). Choose the <Time mode> (0) Set
manually (10). Set up date and time. Confirm the settings with [Save] (11).

Comment:

The time set here is initially only a temporary adjustment. In our system the data logger
is the time master and overwrites the logger time after successfully synchronizing with
the video server.

AXISa AXIS P7214 Video Encoder Live View | Setup | Help
- Basic Setup Date & Time Settings (2
Instructions Current Server Time
1. Users

Date: |2012-07-20 Time: |18:15:59

2. TQR/IP 9
3(Date & Time> New Server Time
4. VIdeD =dm Time zone: GMT (Dublin, Lisbon, London, Reykjavik) EI

5. Audio Settings . i . o
D Automatically adjust for daylight saving time changes.

+ Video & Audio Time mode:

(") Synchronize with computer time

+ Live View Confi
9 Date: |2012-07-20 Time: |18:18:29

r Events (7} Synchronize with NTP server
. NTP server: No server specified
+ System Options
10 Set manually
About Date: |[2012-07-20 Time: [18:19:00

Date & Time Format Used in Images

Specify date f @ YYYY-MM-DD
pecify date forma Predefined El
@ own af
Specify time format: @ 24h|z| With resolution: |1 second El

Predefined

|:::| Own T

11 sove M feset ]

Figure 10.9: Set date and time manually

You can also display date and time on the video image.

Attention:

Before you start recording always set the date and time in the data logger first.

It is impossible to change the timestamp at recorded video data. This means, the setup of
a new logger time before downloading does not change the time within the video pic-
tures. In this case, the timestamps of the other channels and the video picture timestamp
could not match.

Click [Basic Setup] = [4 Video Stream] (6). Activate both checkboxes Include date and In-
clude time (7) to activate the display on the video image. Confirm the settings with [Save] (9).

If desired, change format options like <Text color>, <Text background color> and text place (8).
Confirm the settings with [Save] (9).
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AXISm AXIS P7214 Video Encoder Live View | Setup | Help
l¢
v Basic Setup Video Stream Settings (2]
Instructions
1 Users Tmage Aulio " MG
2 TCP/IP Image Appearance
30 fResohition: 0
y ideo Stream 6 Aspect rabio cormecton
5 et ACIF (704 x 400) ¥
C ; 30
» Video & Audio ikt 10:199)
£ Muror mage
* Live View Config Rotate image; 0 [ dearess
» PYZ Color settng Color v
Video Stream
» Applications Maxenurn frame rate
» Events V. Unimives
O Umited to [1..30) fpx per viower
» Recordings Overlay Settings

» System Options 0 Inddude oveday image st the coordnates; X 0 (0.) vo (o.)
v Incude date 17 incude tme 7;
About
0 m 1
xt color: white % Text background color; black v 8
xt/date/tme at 0D ¥ ol image

View image stream whie confwninng VWdeo format:  MIPEG = Open,

[ Save Resat ]

Figure 10.10: Include date and time in the video stream

The setup for in the video image embedded timestamps is finished.

Note:

In case that the video is stuttering or has breaks, please reduce the preset <Maximum
frame rate>. Reducing to 15 or 20 fps eliminates the problem which is caused by to high
frame rates especially with HD cameras.
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10.5 IP configuration

Change to the entry [Basic Setup] = [2 TCP/IP] (3). Choose the <IPv4 Address Configuration>
(0) Use the following IP address (4). Type in these data (5):

IP address: 192.168.1.90

Subnet mask: 255.255.255.0

Confirm the settings with [Save] (6).

AXISa AXIS P7214 Video Encoder Live View | Setup | Help
- Basic Setup Basic TCP/IP Settings (2]
Instructions Network Settings
3 View current network settings: View
P Time IPv4 Address Configuration
» 4 Video Stream Enable IPv4

» 5 Audio Settings .
'/ Obtain IP address via DHCP

¢ Video & Audio Use the following IP address: /’__-“"\5.

» Live View Config 4 1P address: Test |
Subnet mask:
r PTZ
Default router:
r Detectors IPvG Address Configuration
[C] Enable 1Pve
+ Events nane
Services
4 Recnrdlngs Enable ARP/Ping setting of IP Address
» System Options Enable AVHS
@ one-click enabled ) Alvays
About
- ]
proes ot
proy g E—
S — E—
Proxy authentication methaod: @ Basic ) pigest [ Auto

AXIS Internet Dynamic DNS Service

6 1 Save } Reset
™

See also the advanced TCP/IP settings

Figure 10.11: Setting an IP address

Note:

The video server AXIS P7214 has only one IP address. The camera configuration auto-
matically changes the settings of the other cameras. It is therefore unnecessary to set
the other cameras.

Note:
By changing the IP address you lose the connection to the video server.

This also will be told to you in an information window:
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The IP address forthe AXIS PY214 Video Encoder has been changed.
To access the web pages, use the new [P address.

Figure 10.12: Hint

For reconnecting you have to change your computers IP address to 192.168.1.80. Then type in
your browser the new IP address of the network camera, to access the configuration again.

Note:
Finally, change your PCs or laptops IP configuration back to dynamic configuration.
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11 Save and restore the Video Encoder settings

To save all settings of the AXIS video server you can use the program “AXIS Camera Manage-
ment”, which can be downloaded on the website of AXIS (registration required).

Needed software: AXIS Camera Management v2.00.31
http://www.axis.com/techsup/software/index.htm or
http://www.axis.com/de/products/cam _mgmt_software/interface.htm

Attention:

If you use a newer version of the program it may be that the communication between
software client and data logger is disturbed. That is because the program changes some
network settings, so UDP pings are not correctly transferred from the logger to the AXIS
Camera Management Client.

In this case the older version (mentioned above) should be used or the program should
be uninstalled after the saving.

After installing the software you can start it by using [Start] - [AXIS Camera Management] -
[AXIS Camera Management Client].

File Configuration Options Help

- — =] -
S BET

0 devices, 0 selected Type to search

Name Address Host Name Serial Number Model Firmware DHCP | Server

Alarms

Time Description

Figure 11.1: AXIS Camera Management Client

You can add your device by clicking [Add devices].

File Configuration Options Help

Figure 11.2: Adding devices step 1

After selecting your device and logging in with your chosen password for the user “root” from
before you add the device to the device list with [Next >] and [Finish] in the next window.


http://www.axis.com/techsup/software/index.htm
http://www.axis.com/de/products/cam_mgmt_software/interface.htm
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. Minimi
Select the devices to add
| F s | Type to search x®
Address Serial Mumber Model Status
[[1192.168.1.90 00408CCANS20 AXIS P7214 Incorrect password

0 of 1 devices selected
[T Select / deselect all

[ Use host name when possible

Figure 11.3: Adding devices step 2

Enter User Mame and Password g

User name: root

Password: -n------l

Use password for all devices with incorrect password

| hep || ok g[ Cancel

Figure 11.4: Adding devices step 3

1 devices, 0 selected Type to search

Name Address Serial Number Model Firmware DHCP | Server

m 192.168.1.90 192.168.1.90 00408CCAD520 AXIS P7214 5.50.2 MNo JGOLOMBEK

Description

Figure 11.5: Device added

To save the current settings please right click your device. In the shortcut menu select [Parame-
ter Management] - [Create Parameter File...].
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Name ‘Status ‘ Address ‘ Host Name

Serial Number ‘ Model

! 192.168 N 00408CCA0520 AXIS P7214
Assign [P Address... i

I

-

Parameter Management Create Parameter File...

=

User Management Apply Parameter File...

Upgrade Firmware...
Set Date and Time...
Refresh

ns Task

Restart

Restore

*EOVEI

Install Camera Application...

Tag Devices...
Remove Del

Figure 11.6: Creating Parameter File

The program reads the configuration from the video server. Activate the checkbox Select / De-
select all and then click [Save] to save the configuration to your local system.

To restore the saved settings to your device select [Parameter Management] - [Apply Pa-
rameter File...] in the shortcut menu of the device.
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12 Resetting the Video Encoder AXIS Q7404 / P7214

If something is configured incorrectly in the camera or the password is lost, it is important to re-
set the video server for a new configuration. This will reset all parameters in all four video chan-
nels (including all IP addresses) to the factory default settings.

First disconnect the power supply from the AXIS Video Encoder. Then press and hold the [RE-
SET] button (1) while reconnecting with the power supply.

AXIS Q7404

Figure 12.1: Reset button AXIS Q7404

AXIS P7214

Figure 12.2: Reset button AXIS P7214

Keep the [RESET] button (1) pressed.
The STATUS LED turns yellow. This may take up to 15 seconds.

Release the [RESET] button (1) when the STATUS LED lights permanently green. This may
take up to one minute.

The video server is set back to factory default settings and can be configured again.
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13 Connecting video equipment to the data logger

Depending on the logger model you have several ways to connect the network camera or Video
Encoder to the logger.

BLUEPIRAT Mini: It is possible to use one of the front Ethernet ports (ETH #1 / TSL or ETH #2
/ TSL) or one of the back ports (ETH #3 or ETH #4).

BLUEPIRAT2 5E: It is possible to use the front Ethernet port (ETH #1 / TSL) or one of the back
ports (ETH #2 to ETH #5).

BLUEPIRAT?2: It is possible to use the Gigabit-Ethernet port on the front side or the Ethernet
kit on the back.

At the BLUEPIRAT2 / BLUEPIRAT?2 5E the back ports should be preferred. In this case the front
port still can be used for access to the logger while the Video Encoder is recording data. This
alternative is described in the following.

Connect the Gigabit-Ethernet port of the logger via an Ethernet cable with the Ethernet port of
your PC / laptop. The data logger is configured as a DHCP server by default.

Connect the logger via the affiliated power harness (red/+/clamp 30 and black/-/clamp 31) with
a power supply (e.g., the vehicle battery).

Connect the Ethernet kit with the FCI port of the BLUEPIRAT?2 (rear side). Connect the Ethernet
kit with the network camera or the Video Encoder.

When using a Video Encoder the network camera can be connected to its BNC connector num-
ber 1. Connect the Video Encoder and if required even the network camera to the according
power supply. The Video Encoder is starting. Wait until all its LEDs turn green.

Universal cable set

—_— power supply

blue PiraT2 back blue PiraT2 front PC / laptop

FCI

AXIS Q7404 /

‘ power supply

Ethermnet kit p—
Laen:. (acc. AXIS spec)

Figure 13.1: Connecting video equipment to a data logger
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14 Configuring the data logger

14.1 General settings

The logger should be configured as DHCP server, if it is not already configured accordingly (de-
fault value).

Therefore click on the application [Open configuration] (5) in the System Client. Expand the
folder [General] in the window to the right and click on [Network settings]. Enable the <DHCP
mode> (0) DHCP server or (0) Automatic DHCP Configuration for TSL.

Hetwork Logger | [=]

=t

Mame Connected with 2 E!

,+, C5_bP2-5_1003696 192.168.0.233 - |ioo03sss -

S DI_EN IT KEr 10.64. 75,48 gi11214
_J'J_i DLrigg 10.64. 78, I89 G I0382 005419 E
_J'J_i DUT 187 10.64.76.205 G ifass o004

=) . EN_PhS_touchTSL (4) il

+ Enter IP address 1 2 3 4 5 ﬁ ?

(T

C0 NENESC

Figure 14.1: Selecting an application in the System Client

Channels = Trigger = | - - |

ﬁ Configuration (Config_bPMini_CAMN_FW3.1.1_L-all.zip) H|

E-[Z3 General
f Mame

Metwork Settings

Buffer

SIS

P

4| Compression

- 4% Standby

4| Voice Recording

4| Zone Settings

& GPs
C
1

- ¥ External storage
-3 CAN
.. =

Network Settings
/v, Important notice:
Due to a wrong network setting it might be impossible to reach the data logger any more.
In this case the network configuration can be resetted by pressing the trigger button for about 20 seconds.
The IP-address will change to default: DHCP server with IP: 192, 168.0.233.
Afterwards the data logger can be reached again by using a direct connection with a PC/Laptop.

DHCP mode

(@) DHCP Server

The data logger assigns IF addresses to the connected PC/laptop.

This setting must be used if the data logger is directly connected to a Laptop/PC
via a netwark cable. If there is already another DHCP server in the network, the
error-LED will glow.

Figure 14.2: Setting the network settings in the System Client

Please be sure about the setting of the logger’s standby.

You can activate or deactivate the automatic standby at [General] - [Standby]. If active, there
are two different time settings for network connection.

If the data logger is not connected to a network at the front Ethernet port and does not receive
any data during the timeout entered in the upper text field, then it shuts down and enters
standby mode.

If the data logger is connected to a network at the front Ethernet port with active link and does
not receive any data during the timeout entered in the lower text field, then it shuts down and
enters standby mode.
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This has important implications when using the camera function since Ethernet is required. If
you activated the automatic standby, no further channels are connected or they are inactive, the
logger shuts down and enters standby mode according to the lower time indication despite the
video recording. So you have two options:
¢ Deactivating the automatic standby and shifting the device to standby manually, if nec-
essary or
¢ Configuring a channel (e.g., CAN channel), whose activity coincides with the camera ac-
tivity.
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14.2 Camera settings

14.2.1 Camera | General settings

Click on the application [Open configuration] in the System Client. Expand the folder [Cam-
era] in the window to the right and click on [General settings].

- | General General Settings

-4 CAM Only Record Video Data Around a Marker

(-45 LN Mote: The time range is equivalent to the time range used for data protection. See Buffer Settings

[H-W | Serial

-4 Ethernet Video Block Length: s (Default: 60s)

- Analog Synchronisation of the camera time with the data logger time every D s (Default: 0s)

&-%:l Digital Input /v, Important notice: 0 = Mo synchronisation while recording
[+-# | Digital Output

Encrypt video data:  Imactive

= | Camera
o JP| Camera #1 (Camera-1) - inactive Password: |

= - e
; o” Camers #2 (Camera-2) - inactive Delete

i d®| Camera £3 (Camera-3) - inactive

,0,9 Camera #£4 (Camera-4) - inactive Hint: The password settings can be reset by setting the default-configuration.

e Hint: Already encrypted video data remain encrypted when the password is changed/deleted.
-8 USB
F-[ | Trigger Video Servers: [No video server | video server with 4 IPs - ]

[+ | Signal Based Filter

Figure 14.3: Camera => General settings

If the checkbox for Only record video data around a Marker is:
e activated: the logger records no data, except these around a Marker.
e deactivated: the logger always records all video data.

You can define the time range around a marker under [General] => [Buffer]:

F-[2 General Buffer
-~ 4| Mame ) )
= . Circular Buffer Mode Active
Metwork Settings
:-: Buffer ? Protection of Startup Data
| Compression End Time of Protected Data Block: ICI Seconds After Startup
- 4#*| Standby
~#¥| Voice Recordin
:.: Zone Setti ¢ Protection of Marker Data
one Settings
-1 ors In case of a full data logger with enabled droular buffer mode:
- Delete the video data first, only then the remaining trace data
-~ | WiFi
- 4% External Storage Protect the data of a Marker from being overwritten
[-# CAN
% LIN Start Time of the Data Block
G- Serial (7 Last startup before the marker
[ MOST
U'"E FlexRay @ seconds before the Marker
[-#| Ethernet End Time of the Data Block
[ Anal ~
5 E D 'I:?I t () First shutdown after the marker
igital Inpu
-4 Digital Output @ seconds after the Marker
[#-#| Camera
([ Trigger

Figure 14.4: Setting the time range around a marker
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General Settings
Only Record Video Data Around a Marker

Mote: The time range is equivalent to the time range used for data protection. See Buffer Settings
Video Block Length: a0 s (Default: 60s)
Synchronisation of the camera time with the data logger time every |0 s (Default: 0s)
/v, Important notice: 0 = Mo synchronisation while recording
Encrypt video data:  Inactive

Password:

Hint: The password settings can be reset by setting the default-configuration.
Hint: Already encrypted video data remain encrypted when the password is changed/deleted.

Video Servers: | No video server { video server with 4 IPs -]

Figure 14.5: Camera => General settings

To record video blocks of certain length, type in your desired value in seconds at <Video block
length>.

The field <Synchronisation of the camera time with the data logger time every [ ] s> al-
lows defining his time range.

Note:
If there are some gaps in the recording it may be caused by this synchronisation. In this
case please deactivate the synchronization by inserting *0* into the field.

If you use more than one single camera like Axis 207/210/211 the synchonisation must be ena-
bled to guarantee a synchronised recording of all cameras.

14.2.1.1 Encrypting video data
If the video data should be encrypted, the Client offers the possibility to set, change or delete a
password in this field:

Encrypt video data:  Inactive

Password:

14.2.1.2 Setting the video server
In the dropdown menu at <Video Servers> select the connected network camera / Video En-
coder. The following options are available:

Option 1: No video server / video server with 4 IPs
AXIS Q7404 /207 / 210/ 211/ P12 series / F41

Option 2: Video server with one IP and 4 channels
AXIS P7214 | F44

Option 3: Video server with one IP and one *quad* channel
AXIS P7214 | F44
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Note:
Quad channel means that up to 4 video streams are recorded in one window.

Attention:

With the setting Quad-View, the same maximum frame rate must be set for all cameras!
You can find this setting in the camera configuration under Axis Setup => Basic Setup =>
Video Stream => Camera 1, Camera 2,... At different frame rates, otherwise connection
breaks may occur.

If you select option 2 or 3, please type the IP address of the AXIS P7214 / F44 in the approach-
ing fields below.

Video Servers:  Video server with one IP and 4 channels -

IP Address: (192 |. 168 .1 .50

Figure 14.6: Setting an IP address

14.2.1.3 Configuring the cameras

In the folder [Camera] click [Camera #1] (1) and activate the checkbox for Camera interface
active (2). Choose the connector (3) depending on the Ethernet port the Video Encoder / net-
work camera is connected to. Enter the Video Encoders / network cameras IP address (4). If the
AXIS P7214 is used, the IP address is already specified in the general settings. It is taken from
there.

If you have chosen to use the recommended user and password, you can activate the checkbox
for Default password (5).

If you have chosen to use your own password, deactivate the checkbox for Default password
(5) and type in your chosen “admin” password from before (6).

Type in the additional IP-alias of the data logger (7). The data logger has to be in the same sub-
net as the Video Encoder / network camera.
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[ General N TOPMialale
[ Password protection 2 Camera interface active
: EII::N /¥, Note: "Only record video data around a Marker” is active! See general camera settings
*—‘ Serial Narne: |Cam_1
-4 Ethernet
?_l Analog input 3 < Connector: > |Logging port ~ | (1)
-4 Digital input 4
(-4 Digital cutput - : : :
1 7

| Camera #3 (Cam_3)

>p7’ Camera #4 (Cam_4)

g'f" General settings - Logger: bPMini_Male {
% USB q
[#--# | CCP/XCP - Logger: bPMini_Male

) ) - Repeat password: |

[+~ | Signal based filter - Logger: bPMini_Male
[#--[—-] Trigger - Device: bPMini_Male Mot e between 3 and & characters long and
E-[] Orline streaming must contain only numbers and letters (0-9 , A-Z , a2 ) (no umlauts)
[#--[ ] Live View - Logger: bPMini_Male
B[22 Channel mapping
[#--[2] System Link (T5L)
[#~[ | T5A - Logger: bPMini_Male
[ Databases
([ ] Motifications

8

L —
| Default configuration | | Load from file... | | Save as file... | | Read from logger m Write to logger ‘I\’
S

Figure 14.7: Configuring the cameras

If you have selected Mo video server | video server with 41Ps =] under [General], make

the same changes for all connected cameras with the following IP addresses:
Camera 1 Camera 2 Camera 3 Camera 4
AXIS Q7404, 207, 210, 211  192.168.1.90 192.168.1.91 192.168.1.92 192.168.1.93
AXIS P1204, F41
AXIS P7214, F44, FA54 192.168.1.90 192.168.1.90 192.168.1.90 192.168.1.90
After setup click on the button [Write to logger] (8).

The configuration is finished. The logger starts recording the video signal as configured.
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14.3 Front display of BLUEPIRAT2

With the [OFF / Esc] button at the front of the data logger the main window appears on the dis-
play. By switching the rotary knob you can change the displayed interfaces. There you can see
the configuration of the four cameras, represented by “VID” and meaning video. Each sign after
the word “VID” is placed for one video channel.

Three cases are listed:
Casel

“~” means, the camera license is installed but no configuration has been performed. All four
channels are however recognized.

Figurel4.8: Display: VID  ----

Case 2

,X“ means, all parameters are configured. The video data are not recorded or there is no con-
nection between logger and server. The following figure shows that camera 1 and 2 are config-
ured but not recorded and camera 3 and 4 are not activated.

Figurel4.9: Display: VID XX--

Case 3
-1 means, logger and server are connected and the videos are recorded. The following figure
shows that camera 1 and 2 are recording and camera 3 and 4 are not configured.

Figurel4.10: Display: VID TT--

Does the data recording runs without errors, there should always be shown a “T” (Traffic).
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15 Downloading video data

The System Client application allows downloading and saving the recorded data as offline data
set from the logger on the computers disk to use it later or to convert the data directly from the
logger. (see chapter 16)

Download and conversion of data is explained in detail in the System Client User Guide. This
manual you can find in the ServiceCenter of MAGNA Telemotive GmbH or directly under this
link:

https://sc.telemotive.de/4/uploads/media/TelemotiveSystemClient UserManual.pdf

While all of the other trace files are recorded in the Telemotive format from the logger, video sig-
nals are directly provided as MPEG4 stream from the camera and saved as it is on the logger.

For the video application, there is a special characteristic about the video block length. If you
select a time period or a marker for download, so the downloaded data does not match exactly
to the expected start- and end time. The reason is that the video block length of 60 seconds
does not match exactly to the selected download time. The system always downloads complete
video blocks. The downloaded video is in all cases longer than selected. It starts earlier and
ends later than the selected period. But the selected time is always included.



https://sc.telemotive.de/4/uploads/media/TelemotiveSystemClient_UserManual.pdf
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16 Converting video data

The System Client additionally allows to save data from the logger in a requested format on a
PC or external storage device. Because video signals are directly provided as MPEG4 stream
there is no direct conversion possible.

This document describes only the specifics for the video conversion.

The conversion can left the video blocks separate (untouched) or converted to one video file.
Choose the required option in the client output window (4).

For both options the result will be the “.mpeg4” video format.

1| X
MPEG4 - Video format, separate files(*.mpeg4) ﬁ x
PEG4 - Video format, one file (*.mpeg4)

- 1 X

Camera #4 (Camera-4) [MPEG-”: - Video format, one file (*.mpeg4) - ] H x

Camera #1 (Camegs

Camera #2 (Camdgg

Camera #3 (Camera-3)

Figure 16.1: Settings for converting video data in the System Client

The System Client can also convert offline data, which are downloaded already from the data
logger. Only an installed client is necessary.

In the tab <Favorites> click the green [+] (1) and choose the main download folder. The down-
load folder appears (2). Double clicking the main folder (3) will open the conversion tab.

: Favorites 1~=ally saved offline data, configuration... 4 =

Ceie)) [ Gpen seecten |

Figure 16.2: Choose an offline dataset

Like this you can convert every part of an offline data set at any time.
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17 Watching videos

The .mpeg4 video files cannot be watched with the data logger. They can be used only if they
have been downloaded or converted and saved to a computers disk first.

They can be played on any standard video player.

Note:
In case that the video is stuttering or has breaks, please reduce the preset <Maximum

frame rate>. Reducing to 15 or 20 fps eliminates the problem which is caused by to high
frame rates especially with HD cameras.
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18 Axis IP Utility

is a small tool that you can download from the Axis Hompepage over the following link:

http://www.axis.com/global/en/support/downloads/axis-ip-utility

(@ s 1 utility (= @ ® [
File  Wiewy Toaols Help
f :3 5 Suchwoit eingeben | 'Y
Marme IP-Adresse Seriennurnrmer
AXIS F44 - ACCCBE3T769F 192.168.1.90 ACCCBE3T769F
AXIS P1214 - ACCCBEDBASAG 192.168.1.91 ACCCBEOBA3AB

Figure 18.1: Axis IP Utility

AXIS IP Utility helps you set the IP address of an Axis network video product. Axis devices on
the network are automatically discovered and displayed. Assign network parameters (IP Ad-
dress, Subnet mask and Default router) or configure the device to obtain its IP address from
DHCP.

The Axis device and the client computer must be on the same subnet/network segment.



http://www.axis.com/global/en/support/downloads/axis-ip-utility
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19 Abbreviations

Kurzel / abbreviation Bedeutung / meaning

blue PiraT Processing Information Recording Analyzing Tool
bP blue PiraT => BLUEPIRAT

bP2 blue PiraT2 => BLUEPIRAT2

bP2 5E blue PiraT2 5E => BLUEPIRAT2 5E
bPMini blue PiraT Mini => BLUEPIRAT Mini

RC Touch Remote Control Touch

bP Remote blue PiraT Remote => BLUEPIRAT Remote
bP Rapid BLUEPIRAT Rapid

A2L ASAM MCD-2 MC Language

AE Automotive Electronics

ACK ACKnowledged

CAN Controller Area Network

CCP CAN Calibration Protocol

CF Compact Flash

CRO Command Receive Object

DAQ Data Acquisition

DTO Data Transmission Object

ECL Electrical Control Line

ECU Electronic Control Unit

FIBEX Fleld Bus Exchange Format

FW Firmware

GMT Greenwich Mean Time

INCA INtegrated Calibration and Application Tool
LAN Local Area Network = Netzwerk

LIN Local Interconnect Network

MAC Media Access Control

MCD Measure Calibrate Diagnose

MDX Meta Data EXchange Format

MEP MOST Ethernet Packet

MOST Media Oriented Systems Transport (www.mostnet.de)
OoDT Object Descriptor Table

ODX Open Data EXchange

OEM Original Equipment Manufacturer

PHY PHYsical Bus Connect

PW Passwort

RX Receiver Data

SD Secure Digital

SFTP Secure File Transfer Protocol

SHA Secure Hash

SSL Secure Sockets Layer

TCP/IP Transmission Control Protocol/Internet Protocol

TLS Transport Layer Security


http://www.mostnet.de/
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Telemotive Trace

blue PiraT Packetformat
blue PiraT System Access
blue PiraT System Link
User Datagram Protocol
Universal Serial Bus
Universal Time, Coordinated

Wireless Fidelity
Wireless Local Area Network

Universal Measurement and Calibration Protocol
eXtended Telemotive Trace

Table 19.1: Abbreviations
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