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1. LICENSE AGREEMENT

Please read the license agreement of this license contract carefully, before you install the software.
By the installation of the software you agree to the conditions of this license contract.

This software-license agreement, in the following called as " license", contains all rights and
restrictions for final users that regulate the use of the accompanying software, operating
instructions and other documents, in the following called as "software".

1. This license contract is an agreement between Licensor and Licensee, who is being licensed
to use the named Software.

2. Licensee acknowledges that this is only a limited nonexclusive license. This means that the
licensee has no right to allocate sublicenses. Licensor is and remains the owner of all titles,
rights, and interests in the Software.

3. The software is a copyright property of the Telemotive AG. The program or parts of it may not
be further licensed to third parts, rented, sells, or be further marketed, otherwise, in any form
without explicit Written approval by Telemotive AG. The user may neither change the software
and their components, modify nor, otherwise, redevelopment or decompile in any form.

4. This Software is subject to no warranty. This software is sold as is, without any warranty. If at
any time, a user changes their system, we hold no responsibility to change our software to
make it work again.

5. This License permits Licensee to install the Software on more than one computer system, as
long as the Software will not be used on more than one computer system simultaneously.
Licensee will not make copies of the Software or allow copies of the Software to be made by
others, unless authorized by this License Agreement. Licensee may make copies of the
Software for backup purposes only. Licensee not entitled to transmit or to transfer the software
or your rights from this License agreement.

6. LICENSOR IS NOT LIABLE TO LICENSEE FOR ANY DAMAGES, INCLUDING
COMPENSATORY, SPECIAL, INCIDENTAL, EXEMPLARY, PUNITIVE, OR
CONSEQUENTIAL DAMAGES, CONNECTED WITH OR RESULTING FROM THIS LICENSE
AGREEMENT OR LICENSEE'S USE OF THIS SOFTWARE.

7. Licensee agrees to defend and indemnify Licensor and hold Licensor harmless from all claims,
losses, damages, complaints, or expenses connected with or resulting from Licensee’s
business operations.

8. Licensor has the right to terminate this License Agreement and Licensee’s right to use this
Software upon any material breach by Licensee. duration of the license contract is indefinitely
determined.

9. Licensee agrees to return to Licensor or to destroy all copies of the Software upon termination
of the License Contract.

10. This License Agreement replaces and supersedes all prior negotiations, dealings, and
agreements between Licensor and Licensee regarding this Software.

11. This License Contract is subject to german law.

12. If a regulation of this license contract is void by law, the validity of the remaining regulations is
not affected. If there is such a regulation it will be replaced by a valid, according to the legal
regulations and enforcable regulation with similar intention and similar economic
conseqguences.

13. the license contract is effectve by delivery of the software of the licensor to the lecensee
and/or by usage of the software by the licensee. This License contract is also valid without
Licensor’s signature.

14. The license automatically goes out if the licensee does not agree to the license regulations
described here or offend against the license regulations of this license contract. With ending
the license contract the licensee is obliged to extinguish all copies of the software or to destroy
it.

15. The LICENSEE sticks for all damages which originates the licensor from the injury of these
license regulations.
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2. PRODUCT LIABILITY

For all offers, sales and supplies do explicit apply the following conditions, even if the buyer,
orderer and suchlike prescribes other conditions. Alterations are only valid, if they are agreed in
writing.

1. The technical documentation is part of the products. The product liability and the product
guarantee will be excluded, if contents and in particular the safety references and instruction
for action of the documentation are not considered.

2. The products do belong to the group of testtools. by application of the equipment a
disturbance ot the tested system cannot be completely excluded. For this reason, the warranty
of a perfectly functioning system cannot be taken over by the manufacturer.

Application of the product takes place at one’s own risk.

3. The liability of the substitution of damages according to 81 product liability law, is expressly
excluded in the context of §9 product liability law, as far as compelling legal terms do not
provide anything else.

In no event will the producer be liable for any indirect, incidental, special or consequential
damages, including loss of profits, loss of revenues, loss of data, loss of use, any other
economic advantage or damages caused by pretensions of third party towards the customer
out of this agreement, under any theory of liability, whether in an action in contract, strict
liability, tort (including negligence) or other legal or equitable theory.

The burden of proof is with the customer.

4. The Telemotive AG does ensure the legal warranty according to German law.

Except for warranties expressly set forth in this agreement, any and all products are delivered
“as is” and the producer makes and the customer receives no additional express or implied
warranties. The producer hereby expressly disclaims any and all other warranties of any kind
or nature concerning the products, whether express or implied, including without limitation,
any warranty of title, merchantability, quality, accuracy, or fitness for a particular purpose or
the customer’s purpose. The producer expressly disclaims any warranties that may be implied
form usage of trade, course of dealing, or course of performance, except for the express war-
ranties stated in this agreement. The products are provided with all faults, and the entire risk
of satisfactory quality, performance, accuracy, and effort is with customer. The producer does
not warrant that the Products will operate without interruption or be error free.

5. The Telemotive AG is justified to exchange defective goods against homogeneous acceptable
ones or to eliminate the fault within an appropriate period. In this case a demand for
redhibitory action or reduction of price expires. Warranty claims presuppose a due notice of
defects.

6. Resale, transfer, donation, exchanges or the rental of the offered products at third party, is
permitted without clearance of the Telemotive AG.

7. German Law is deemed to be as legal basis.

© by Telemotive AG, 2014
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3. Overwiev

The following documentation describes the usage of a system composed of an AXIS Video-
Encoder Q7404 or P7214, the AXIS Network-Cameras 207, 210 or 211 and a blue PiraT2 data
logger. The Video-Encoders are used to connect analog (PAL / NTSC) cameras. The network
cameras can be connected directly.

For general points refer to the manual "User Guide". For special functions, appropriate instructions
are available.

The system allows the recording of one to four different videos streams at the same time. To make
it work, the server and the data logger must be connected to each other and configured separately
by a HTML based client. The procedure is explained from chapter 3.

The video streams are recorded in real-time and in a specified time interval in the logger. They can
be downloaded into a control unit for offline use. They can also be converted to a video file and
transferred from the logger into a computer. The video block length can be adjusted between 15
and 60 seconds and the videos are stored in the mpeg4 format.

When converting into a video file, the system can combine a maximum of 400 blocks per file. The
length of the blocks can change. If more video blocks are available and they cannot be converted
to one file, then the system creates several files. In this way no video data is lost.

Attention:

The Video-Encoder and the cameras are not set by default to standby mode, which may be a
reason for an empty battery.

After rebooting, the system takes approximately 60 seconds to be synchronized. The recording
starts immediately after the synchronization.

If the Ethernet cable was removed from the Video-Encoder during the recording and plugged in
again, the system takes around 11 seconds for the resynchronization.

If the supply voltage is removed from the Video-Encoder during the recording, the server takes
about 54 seconds to be synchronized (after a reconnection).

AXIS camera or Video-Encoder should be operating within the AXIS specification. This is
especially true for power and environmental parameters.

This document refers to blue PiraT2 FW 01.09.01 and blue PiraT2 client version 1.9.1. Some
features depending on model and feature license or may not be available in older versions.

Software updates are frequently available in the blue PiraT Service Center. Please make sure to
use current software.
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4. System requirements

Control Unit

A Laptop or a PC is used to configure the devices by a software client. It also allows to save the
recorded data and to use them offline.

blue PiraT2

The blue PiraT2 is an optimized data logger developed by Telemotive AG. The communication of
bus systems and control units are monitored and relevant data can be recorded very precisely with
the blue PiraT2. The collected data are stored on the blue PiraT2 and can be downloaded to a PC
blue PiraT2 Ethernet Kit

This device is connected via a FCI cable to the blue PiraT2 and via Ethernet with the AXIS Server.
This establishes the connection between blue PiraT2 and the AXIS Video-Encoder and allows
connecting to a Local Area Network (LAN).

AXIS Q7404 / P7214 Video Encoder

The AXIS Video Encoder is a powerful standalone device with 4 channels. It integrates 4 analog
cameras simultaneously into an IP-based video surveillance system. It delivers also super video
quality with H.264 and significant savings in bandwidth and storage requirements.

AXIS Q7404 will use 4 different IP addresses for each group of 4 input channels.

AXIS P7214 however will use 1 IP address for each group of 4 input channels.

Network-Cameras

1 to 4 cameras are supported to record the video streams. These cameras can be connected to the
4 channels of the encoder. These cameras are supported: AXIS 207, 210 and 211.

The setup of AXIS Network-Cameras 207/210/211 is similar to the configuration of AXIS Q7404
Video-Encoder.

Camera License

For using the camera feature, a license file must be installed on each blue PiraT2.
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5. Setup Video Encoder AXIS Q7404
5.1. Connecting to the Q7404

Connect your PC with the Video-Encoder via Ethernet. The video signal has to be connected to the
Video-Encoder port. Connect the Video-Encoder to the power supply. Wait until the startup is
complete (All LEDs are colored in green).

Cameras
AXIS Q7404

Power (acc. AXIS spec.)

PC

Change your PC IP configuration. Use static IP address with the following setting:

IP address: 192.168.1.80
Subnet mask: 255.255.255.0

5.2. Access to Axis Q7404
Open you browser and type in the following URL: 192.168.0.90

Type in your password and keep it in mind or write it down. If the system ask for a further
authentication (in some cases), please type in the same user and password like before.
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AXISa

Aemmaminatian

Create Certificate

Secure configuration of the root password via HTTPS requires a self-signed
certificate.

[ Create self-signed certificate... ]

Configure Root Password using HTTP

Usar namea: root

Password (max 64 characters): I:I
Gonfim password: —

The password for the pre-configured administrator root must be changed
before the product can be used.

If the password for root is lost, the product must be reset to the factory default
settings, by pressing the button located in the product's casing. Please see the
user documentation for more information.

After setting the password please login to the Video Encoder

Page 8

When you logged into the Video Encoder the first time, you can change the language settings if

required.

After your confirmation, you can see the live stream from camera 1.

5.3.

AXiSa AXIS Q7404 Video Encoder Live-Ansicht | Einrichtung | Hilfe

Video-Streamprofil

Mation JPEG V.

| tiedergabe von, Motion JPEG

000 |

Iy ®100% ~

Installing the admin user

The blue PiraT2 camera application needs a special user with administrator rights.
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Open “Setup” (1), “Basic Setup” => “Users” (2) and choose “Add...” (3). Name the new user
“admin” and define a password (4). Keep the data in mind or write it down. Choose the option
“‘Administrator” (5) and click “OK (6). Afterwards, mark the checkbox “Enable anonymous viewer
login (no user name or password required)” (7) and confirm all with “Save” (8).

AXISa AXIS Q7404 Video Encoder Live View Help

~ Basic Setup Users 1 0
I s User List
; 2 User Name User Group User Info
3. Daté & Time root hdministrator m
4. Video Stream admin Administrator

5. Audio Settings
» Video & Audio
» Live View Config

+ Evenis 3

> System Options ([ Add... )[ Modify... ][ Remove ]

About
HTTP/RTSP Password Settings
Allow password type: | Encrypted & unencrypted IZI

User Settings
7 able anonymous viewer login (no user name or password required)
I:l Enable anonymous PTZ control login (no user name or password required])

Enable Basic Setup

S
8 Cosve D[ Reser

(@ System Options/User Setup - AXIS Q... (i (=D i)

@ 192.168B.0.90/adrmin/users_set.shtmi?basic=yesfigr

User Setup 4 O

User name:
Password (max & chars.):

Confirm password:

We recommend these settings:

User group: (@] e

) operator User name: admin
5 (& administrator Password: 2x8bg4

Enable PTZ contral

Note:
To be sure to get access to the Video Encoder by the blue PiraT2 please use the properties above.
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5.4. Setting date and time
Change to the entry “Date & Time” (9) and activate the checkbox “Set manually” (10).
Set up Date and Time and click “Save” (11).

Comment:

The time set here is initially only a temporary adjustment. In our system, the data logger is the time
master and overwrites it after successful synchronization with the Video-Encoder, with the logger
time.

AXISa AXIS Q7404 Video Encoder Live View | Setup | Help
- Basic Setup Date & Time Settings O
Instructions Current Server Time
; —L|:|SI’IIS 9 Date: | 2012-07-20 Time: |[18:15:59
3. New Server Time
4, \Vid=o =Sm Time zona: GMT (Dublin, Lisbon, London, Reykjawvik) =]

5. Audio Settings
g El Automatically adjust for daylight saving time changes.

» Video & Audio Time mode:

Synchronize with computer time
» Live View Config

Date: 2012-07-20 Time: 18:18:29
» Events ~) Synchronize with NTP server
NTP server: No server specified
» System Options .
10 o Set manually
About Date: |2012-07-20 Time: 18:19:00

Date & Time Format Used in Images

" @
s fy date f t: - Y -MM-DD
pecly date farms Predefinad IZI
~ Cnem ek
Specify time format: F?redefined 24h Izl With resolution: | 1 second Izl
Ohwm 26T

11 ooe N Rest ]

You can also display the date and time on the video image. The settings for this feature are
described in the following.

Attention:

Always set the blue PiraT2 time before you start logging. It is impossible to change the timestamp
at recorded video data. This means, the setup of a new logger time before downloading does not
change the time within the video pictures. In this case, the timestamps of the other channels and

the video picture timestamp could not match.

The setup for embedded timestamp has to be done in the Video-Encoder setup. If the date and
time are already set up like described within step 9, 10 and 11 (see above), the format can be set
up under ,Date and Time Format Used in Images“. Confirm these settings with “Save”.

Click on “Video Stream” (6) and set up the Overlay Settings. Activate both checkboxes “Include

date” and “Include time” (7). If desired, change the format options like “Text color”, “Background
color’, “Text Place” (8) and so on. Confirm the settings again with “Save” (9).
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AXIS - AXIS Q7404 Video Encoder Live View | Setup | Help
- 5_.1;|( Setup Video Stream Settings (2]
bt Tovvamage Avastien "oaan LR LS
Tmage Appoarance
6 PRASaRinaa £ Aspect rabo cormection

ACIF (704 x 480) =

Comproawon : 30 {0..100)
Video & Audio

) Muror enage

Live View Config

Rotate image o - degrees
. PTZ Color setmg Color -
Video Stroam
» Applications Maxenum frame rate
Unlevutad
» Events
Limited to (1..30) fps per viower
* Recordings Overlay Scttings
» System Options t Inciude overday mage at the coordnates: x O [o..] ¥y O {o..}

& F  include date 9 inchude vme > 7
About

[ Inchede Loyl
%t color:  white = Text background cobor: black = 8
wt/data/tene at  WOD . of wnage

Proview

View snage stream whie confuuinng Video format MIPECG - | Open J

L =

The set up for embedded timestamp is finished.

5.5. IP-configuration

Change to the entry “TCP/IP” (12) and use static IP (13) with the following data (14):

IP address: 192.168.1.90
Subnet mask: 255.255.255.0

Confirm your setting with save (15).

AXISa AXIS Q7404 Video Encoder Live View | Setup | Help
- Basic Setup Basic TCP/IP Settings (2]
Instructions Metwork Settings
;' 12 View current network settings:
3. D= Time IPv4 Address Configuration
4. Video Stream Enable IBva

5. Audio Settings
! Obtain IP address via DHCP

» Video & Audio 13 se thea following IP address: 14

192.168.1.90

» Live View Config IP address:

Subnet mask: 255.255.255.0

» Events
Default routar:
+ System Options IPv6 Address Configuration
About D Enable IPvE

Services

Enable ARP/Ping setting of IP Address

AXIS Internet Dynamic DNS Service
15 [ Save ]] Resat ]

See also the advanced TCP/IP settings

Note:

By pressing [Save] the new IP address is set to the Video Encoder and in this moment you loose
the connection to the device!
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For reconnecting you have to connect to the Video Encoder again as described in chapter 5.2.

The first camera, connected to the Video-Encoder, is now configured. If more than one camera
should be connected, the same changes for all connected cameras has to be done

camera 2 camera 3 camera 4
IP address 192.168.1.91 192.168.1.92 192.168.1.93
subnet mask 255.255.255.0 255.255.255.0 255.255.255.0

Note:
Change your computers IP configuration back to dynamic configuration.
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6. Setup Video Encoder AXIS P7214
6.1. Connecting to the P7214

Connect the AXIS P7214 via Ethernet to your PC and to the power supply. The video signal has to
be connected to the Video-Encoder port. Wait until the startup is complete (All LEDs are colored in
green).

AXIS P7214 (e

e

cameras

N
v

PC

Power supply

N

Change your PCs IP configuration. Use static IP address with the following settings

IP address: 192.168.1.80
Subnet mask: 255.255.255.0
6.2. Access to Axis P7214

Open you browser and type in the following URL: 192.168.0.90

Type in your password and keep it in mind or write it down. If the system ask for a further
authentication (in some cases), please type in the same user and password like before.

AXISa.

Create Certificate

Secure configuration of the root password via HTTPS requires a self-signed
certificate.

[ cCreate self-signed certificate... |

Configure Root Password using HTTP
User name: root

Password (max 64 characters):

Confirm password:

The password for the pre-configured administrator root must be changed
before the product can be used.

If the password for root is lost, the product must be reset to the factory default

settings, by pressing the button located in the product's casing. Please see the
user documentation for more information.
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After setting the password please login to the Video Encoder

When you logged into the Video Encoder the first time, you can change the language settings if
required.

After your confirmation, you can see the live stream from camera 1.

AXSa, AXIS P7214 Video Encoder Live Viewz Help
Motion JPEG [ ] . )

B (= N/

To have a look at the other cameras please choose the one you want to see in the drop-down
menu.

6.3. Installing the admin user

The blue PiraT2 camera application needs a special user with administrator rights.

Open “Setup” (1), “Basic Setup” => “Users” (2) and choose “Add...” (3). Name the new user
“admin” and define a password (4). Keep the data in mind or write it down. Choose the option

“‘Administrator” (5) and click “OK (6). Afterwards, mark the checkbox “Enable anonymous viewer
login (no user name or password required)” (7) and confirm all with “Save” (8).

AXISa AXIS P7214 Video Encoder Live View Help

1
- Basic Setup Users 0
I @ S User List
; =l 2 User Name User Group User Info
3l Daté & Time root Administrator "
4. Video Stream admin Administrator
5. Audio Settings
r Video & Audio
+ Live View Config
r Evenis 3 L
+ System Options
Y P t Add... '[ Modify... | [ Remove |
\'-—-’,

About
HTTP/RTSP Password Settings
Allow password type: | Encrypted B unencrypted EI

User Settings
7 able anonymous viewer login (no user name or password required)
I:I Enable anonymous PTZ control login (no user name or password required)

Enable Basic Setup

—
8 Come D semat
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(@ System Options/User Setup - AXIS Q... (ssla=ls| S

% 192 168.0.90/admin/users_set.shtml?basic=yeséigr

User Setup 4 (2]
User name:
Peecredl (omem © diesas
Confirm password: We recommend these setings:
User group: ) vigwer
) operatar User name:  admin
5 (& administrator Password: 2x8bg4
Enable PTZ contral
6

Note:
To be sure to get access to the Video Encoder by the blue PiraT2 please use the properties above.

6.4. Setting date and time

Change to the entry “Date & Time” (9) and activate the checkbox “Set manually” (10).

Set up Date and Time and click “Save” (11).

Comment:

The time set here is initially only a temporary adjustment. In our system, the data logger is the time
master and overwrites it after successful synchronization with the Video-Encoder, with the logger
time.

AXISa.

b et

AXIS P7214 Video Encoder
Date & Time Settings

Live View | Setup | Help

(2

~ Basic Setup

Instructions Current Server Time

1. Users .
5. TCR/ID 9 Date: 2012-07-20 Time: |18:15:59
AL Date & Time New Server Time
4. \ideo Zarm Time zone: GMT (Dublin, Lisbon, London, Reykjavik) =]
5. Audio Settings
g El Automatically adjust for daylight saving time changes.
» Video & Audio Time mode:
| Synchronize with computer time
» Live View Config
Date: 2012-07-20 Time: 18:18:29
» Events () Synchronize with NTP server
R NTP server: No server specified
» System Options
10 Set manually
About Date: |[2012-07-20 Time: 18:19:00
Date & Time Format Used in Images
Specify date format: g Y Y- MM-DD
pacify Predefinad IZI
-] Chem eF
Specify time format: 3 24h With resolution: | 1 second
pecify Predefinad IZ' IZ'
) own T
e
11¢[  save D

You can also display the date and time on the video image. The settings for this feature are

described in the following.
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Always set the blue PiraT2 time before you start logging. It is impossible to change the timestamp

at recorded video data. This means, the setu

p of a new logger time before downloading does not

change the time within the video pictures. In this case, the timestamps of the other channels and
the video picture timestamp could not match.

The setup for embedded timestamp has to be done in the Video-Encoder setup. If the date and
time are already set up like described within step 9, 10 and 11 (see above), the format can be set
up under ,Date and Time Format Used in Images®. Confirm these settings with “Save”.

Click on “Video Stream” (6) and set up the Overlay Settings. Activate both checkboxes “Include
date” and “Include time” (7). If desired, change the format options like “Text color”, “Background

color”, “Text Place” (8) and so on. Confirm th

AXIS -
Le
* Baslc Setup

Tivvage Avtin

Image Appoarance

Aesohstion

*» Video & Audio

*» Live View Config
» PTZ

» Applications

» Events
Lamted to

*» Recordings Ovarfay Scttings

Include overday wn

» System Options

AXNIS P7214 Video Encoder

Video Stream Settings

ACIF (704 x

2Qs ot

e settings again with “Save” (9).

Live View Saotup Heoelp

P
Aspect raBbo cormecton
AN0) -

30 (0..100)

- degrees

[1..30) fps per viower

the coordnates: X O

About

Inchede Lol

Fxt cotor

wt/data/tene at

white ~ Text background color

wo ¥ of wna

Q=

Proviaow

View wrage

6.5. IP-configuration

srvy whide cor

Wenanng Video format MIPEG - Open
C) e ——

Change to the entry “TCP/IP” (3) and use static IP (4) with the follow data (5) and confirm the

setting (6):

IP address:
Subnet mask:

192.168.1.90
255.255.255.0
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~ Basic Setup
Instructions

» 4 Video Stream
v 5 Audio Settings

+ Video & Audio

+ Live View Config
r PTZ

+ Detectors

» Events

+ Recordings

» System Options

About

Network Settings

View current networls settings:

IPv4 Address Configuration

Enable TPv4

_ Obtain IP address via DHCP

Use the following IP address:

4 1w address:
Subnet mask:

Default router:

IPv6 Address Configuration

[[] enable 1Pve

Services

AXIS P7214 Video Encoder
Basic TCP/IP Settings

Enable ARP/Ping setting of IP Address

Enable AVHS
@ one-click enabled
Proxy:
Prosxy port:
Proxy login:

Prosy password:

2 Alvays

Proxy authentication method:

AXIS Internet Dynamic DNS Service

Page 17

Live View | Setup | Help

(2

192.168.1.90 Tast
255.255.255.0

3128

@ Basic ' Digest ' Auto

= L
s
e

See also the advanced TCP/IP settings

The AXIS P7214 has only one IP address. The configuration of a camera automatically changes
the settings of the others. It is therefore unnecessary to set the other cameras.

Note:

Change your PCs IP configuration back to dynamic configuration.
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7. Save and restore the Video Encoder settings
To save all settings oft he Video Encoder you can use the tool AXIS Camara Management
Software, which you can download from AXIS after registration.

http://www.axis.com/de/products/cam_mgmt_software/interface.htm
After installing the software you can start it by using

Start => AXIS Camera Management => AXIS Camera Management Client

0 devices, 0 selected Type to search

Name Status Address Host Name Serial Number Model Firmware DHCP  Server

Alarms Tasks v

Time Alarm Description

File Configuration Options

-]
.l_:'- X

After selecting your device and connecting to the Video Encoder you add the device with [Next>]
and [Finish] in the next window.

Select the devices to add
! — | Type to search x
Address Serial Number Model Status
[[1192.168.1.90 00408CCAD520 AXIS P7214 Incorrect password
0 of 1 devices selected
[7] Select / deselect all
[] Use host name when possible
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H Enter User Name and Password lﬁ]

User name: root

Password: | esesssss|

Use password for all devices with incorrect password

[ Help ]l OK E[ Cancel

I8 25 Comera Manage e

FEile

Configuration

1 devices, 0 selected Type to search
Name Status Address Host Name Serial Number Model Firmware DHCP  Server
Q 192.168.1.90 oK 192.168.1.90 00408CCAD520 AXIS P7214 5.50.2 Nao JGOLOMEEK
< 2
Alarms Tasks v

Description

To save the current settings please rightclick your device and use the option => Parameter
Management => Create Parameter File ...

MName Status Address Host Name Serial Number Model

m 192,168 - 00408CCAD520 AXIS P7214
¥ Assign IP Address...

-

Parameter Management Create Parameter File...

-

User Management Apply Parameter File...

= Upgrade Firmware...
= S (%5 Set Date and Time...
“% Refresh
() Restart
<E§ Restore
¥

Install Camera Application...

Tag Devices...

nnected to JGO

% Remove Del

With [X] Select / Deselect all and then [Save] you can save the configuration of the Video
Encoder to your local system..

To restore the saved settings to your device please use the option => Parameter Management =>
Aply Parameter File ...
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8. Resetting the Video Encoder AXIS Q7404 or P7214

If something is configured incorrectly in the camera or the password is lost, it is important to reset
the video-server for a new configuration. This will reset all parameters in all 4 video channels
(including all IP addresses) to the factory default settings:

First disconnect the power from the AXIS Server.

Then press and hold the “RESET button” (1) and reconnect power.

AXIS Q7404

AXIS P7214

Keep the RESET button pressed until the status LED turn amber. This may take up to 15 seconds.

Hold the RESET button until the status LED display permanently green (which can take up to 1
minute). The process is complete and the video encoder has been reset.

The video-server is set back to factory defaults now and can be configured again.
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9. Connecting AXIS Video Encoder to blue PiraT2

There are two possibilities, to connect the Video-Server or Network-Camera to a blue PiraT2.
Either you connect both via Gigabit Ethernet-Port (front side), or by using the Ethernet-Kit on the
backside of the Blue PiraT2. The last one should be preferred. In this case the front connector
could use for access the Video-Server during data recording.

Connect the Gigabit-Ethernet port of the logger via a Ethernet cable with the Ethernet port of your
PC. (Note: the blue PiraT2 is configured as DHCP-Server as default!). Connect the blue PiraT2 via
the power harness (red/+/clamp30 and black/GND/-/clamp31) with the vehicle battery or a power

supply.

Connect the blue PiraT2 via the FCI cable with the blue PiraT2 Ethernet Kit and the Ethernet Kit
with the AXIS Server via Ethernet. The video signal has already to be connected to the Video-
Encoder port. Connect the AXIS Server to the power supply. Wait until the startup is complete (All
LEDs are colored in green).

blue PiraT2 back blue PiraT2 front

blue PiraT2 Universal cable set

FCI Cable

PC

AXIS Q7404

Power (acc. AXIS spec.)

cameras
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10. Configuring stand alone cameras AXIS 207/210/211

By using an blue PiraT2 without an switch or build in switch you have to connect the camera with
an Crossover Ethernet cable. This is a point to point connection without autonegotiation.

10.1. Further applicable documents

e AXIS 207 User Manual [1]
e AXIS 210 User Manual [2]
e AXIS 211 User Manual [3]

10.2. Configuration of the Ethernet camera AXIS 207/210/211

Warning:
The camera must have installed at least the firmware version 4.40. If there is another firmware
version installed it is recommended to downgrade to version 4.40.

Any camera that is used with the blue PiraT2 data logger must have a special configuration. There
is the possibility of manual and automatic (recommended) camera configuration.

The manual configuration is done over the camera web interface.

The recommended automatic configuration is done with the “AXIS Camera management” SW
tool. A blue PiraT2 camera configuration template is available.

10.3. Automatic configuration (recommended)

Needed SW:
1. AXIS Camera Management v2.00.31

http://www.axis.com/techsup/software/index.htm

Camera configuration steps:

1. Check/Update camera FW v4-40 ([1],[2] ,[3] or AXIS online)

2. Resetting camera to the Factory Default Settings. ([1],[2] ,[3] Chapter: , Resetting to the
Factory Default Settings “).

3. Connect the camera with the PC/Laptop via a cross-over Ethernet cable.

4. Set the password ([1],[2],[3] Chapter: ,Set the password “).

5. Install blue PiraT camera configuration-template on the camera with ,AXIS Camera
Management*

6. Add camera user ,admin®

The camera configuration steps 4 und 5 are described in the following chapters. The displayed
figures contain screen shots of the AXIS camera management tool.

10.3.1. Installing the camera configuration-template

Installing the camera configuration-template ,blue PiraT_Kamera_AXIS-ConfigTemplate vX.X.cmt*
will automatically configure the camera to be used with the blue PiraT camera application.

The template can be downloaded in our ServiceCenter.
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1. Open with ,Apply Template® menu the delivered blue PiraT2 camera configuration-template

2. Confirm the “Apply Template Dialog” with OK
3. Check the configuration process in the “Results” Dialog.

“% AXIS Camera Management

File Edit Wiew Tools Help
P 3 ? & -l . & .
| Apply Template | Home\Page Refresh  Wiews

Search  AssignIP Upgrade AddjEdit User Configure  Template Edftor

Groups Find:
@ Add Group
=[5 Al Devices (1]
|28 NewDevices (1)
@ Warnings/Emars
E My Groups

cean+kameralOcean+kamera_AxisConfigTemplate_v1.0.cmt

C:4. L AAKIS Camera Management - TemplatesiOcean+Kamera_Template_2007-04-18,cmt l

Mame

Figure 1: Open blue PiraT2 camera configuration-template

£ @ B . s - @3 .
Scarch | Assign 1P Upgrade AddJEdit User Corfigure Template Editor  Apply Templote  HomePage | Refresh Yicws
Groups
Find: ~ Apply v
@ Add Group | | [ ]
Y Name Status Addiess Serisl Humber | Model Fiimuare
8 srices [1) %7 XI5 207 - 0040BCTSE1EA oK 192.168,0.30 OMOBCTSBIEA  AXIS 207 440

ﬁ New Devices [1)
@ Warmnings/Emors

: |31 My Groups
&)

Apply Template - Ocean+Kamera_AxisConfigTemplate_v1.0

Template
Made! Show Nice Names ] Show Errars and Wamings
Image -
Date format
Max viewers [0.10]
Own date format [String]
Own date format enabled
Qiwun time format [String]
Own time format enabled
Refeners [String]
o
Ling Description
9 97 The parameter “IPAddress = "192.168.0.90™" is not recomme..
& 107 The parameter "DMSMName = """ iz not recommended to zet in

Mote: Some parameters vary between models. Use model diop-down list to review the template for different models

Devices
Mame Addiess Serial Number Model Firmwsare
A5 207 - 00408C7561EA 192.168.0.90 O040BCTSETEA A0S 207 4.40

T o I s J [ ]

Figure 2: Confirm the “Apply Template Dialogue” with OK
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Resulis E][E

Shiow Fird

Evenlnm”nﬂ] M 4 r MW Tent: || |[ Apply ']

Status Date ~ Event Address Serial Humber
[iJi]8 15.04.2007 11:53:30  Template Config 1592.168.0.90 00408CFEE1EA
=

Date: 18.04.2007 11:53:30 Address: 192.168.0.90

Event Template Config Serial Number:  D0408C7561EA

Protocot  HTTP Model: AFIS 207

Statuz Ewent Description -~
@ oK Set Parameter Image.D ateFormat = Yy*y-MM-DD

G oK Set Parameter Image MaViewers =10

@ oK Set Parameter Image. OwnD ateFormat = %F

G oK Set Parameter Image. OwnD ateFormatE nabled = no

90K Set Parameter Image OwnTimeFormat = %T

90K Set Parameter Image. DwnTimeFarmatEnabled = na

90K Set Parameter Image Referrers =

30K Set Parameter Image ReferrersEnabled = na

@ 0K Set Parameter Image. TimeFaormat = 24 v

[ Export.. ][ Close H Help

Figure 3: Check the configuration process in the “Results” dialogue

10.3.2. Adding the camera user ,,admin“
The blue PiraT2 camera application needs a special user ,admin®.
1. Select configured AXIS camera and activate the camera menu with the right mouse button.

“User Management -> Add/Edit User...”
2. Add user ,admin®.

User “admin” properties:

User name: admin
Password: 2x8bg4
Access rights: Administrator
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“% AX1S Camera Management

File Edit ‘iew Tools Help

L B @ B =2 =& . B . 6B . B .

Search  AssignIP Upgrade AddjEdit User Configure Template Editor  Apply Template  Home Page Refresh  Wiews

Groups

@ Add Group

=[5 Al Devices 1]
28 New Devices [1) Assign IP..,
- [ER wamings/Enors | Maintenance
“JE My Graups | User Managemert
| Configuration

..... Find: | VH Apply ']

Status

Setup Home Page

Live View Home Page
| Enter Device Credentials...
Use Master Credentials

Select Al Strg+A

Copy To Group...

Clear New Status

Delete From Database Urmschalttaste+EntF
Refresh Selected Umschalttaste+F5
Propetties...

Figure 4: Select the “Add/Edit User...” dialog

#dd/Edit User X]

Add or edit user for one or more devices.

zer Details

IJzer name: adrmin

Pazzword: | sssnas |
Confirmn passdord: | sensns |
Access rights: | Adririztrator

PTZ contral:
Al U zerz
Lizt exizting uzers.
k. Cancel ] [ Help

Z

Figure 5: Adding the camera user “admin”
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10.4. Manual configuration of AXIS 207/210/211

Please connect the camera with the PC/Laptop via a cross-over Ethernet cable, enter the camera'’s
IP address in your web browser and click on Setup. If you don't know the camera's IP address, use
the IP-Utility tool on the Axis CD-ROM for detection.

If it is still not possible to connect to the camera setup, please reset the camera via hardware reset
(this is described in the camera manual), use the fix IP address 192.168.0.10 for your PC/Laptop
and enter the default camera IP (192.168.0.90) in your web browser.

A step by step configuration of the camera is described in the following chapters below.

The following instructions are illustrated by screenshots of the camera setup of the Axis 210. The
layout of the other supported cameras 207, 207W and 211 can differ.

Note:

All modifications of one setup screen must be applied by the "Save" button. Otherwise
the settings will not be stored.

10.4.1. Reset configuration

Before starting with the configuration, the camera should be reset to original factory settings.
To do so, press the Default button in Options = Maintenance = Maintain Server.

AXiSa AXIS 210 Network Camera Live View | Setup | Help

» Basic Configuration Server Maintenance 0

Maintain Server

Restart the AXIS 210 Network Camera.
Resets all parameters, except the IP parameters, to the original factory settings.
Default Resets all parameters to the original factory settings.

» Video & Image

» Live View Config

» Event Configuration

v System Options

» Security
Date & Time Upgrade the AXIS 210 Network Camera vith the latest firmvare.
» Network ; ; ; 3
» Ports & Devices Specify the firmvare to upgrade to: | - Durchsuchen... and click Upgrade
LEE_’ settings Note: Do not disconnect power to the unit during the upgrade. The unit restarts automatically after the
Maintenance upgrade has completed. (1-10 minutes.)
» Support Backup
» Advanced
Save all parameters and user-defined scripts to a backup file.
About
Restore

Use a saved backup file to return the unit to a previous configuration.

Specify the backup file to use: | _|[__Durchsuchen... and click

Figure 6: Resetting the camera settings
10.4.2. Setting up the IP-address
Enter the following values under Basic Configuration -> TCP/IP:
IP-Address: 192.168.0.XXX
Subnet: 255.255.255.0
Default-Router: 192.168.0.1

Note: The same IP-address has to be used in the data logger's configuration (Recommendation:
192.168.0.90)
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AXiSa AXIS 210 Network Camera Live View | Setup | Help
v Basic Configuration Basic TCP/IP Settings 0
Instructions IP Address Configuration
1. Users o

TCP/IP A Sddress via DHCP

2
3. Date & Time
4. Video & Image

%) Use the folloving IP address:

1P address: [192.168.0.50 |
» Video & Image

Subnet mask: [255.255.255.0 |

» Live View Config Dafault router: 192.168.0.1 |

» Event Configuration

Options for notification of IP address change | Settings...

» System Options AXIS Internet Dynamic DNS Service
About [ save | [ Reset |

See also the advanced TCP/IP settings

Figure 7: TCP/IP settings

10.4.3. Create admin user account
For the aim of automatic time synchronization between the data logger and the camera it is
necessary to create an admin user account on the camera. This can be done under Basis
Configuration 2 Users.

Press "Add..." below the User List to create a new user account. Enter the following settings:

User: admin
Passw.: 2x8bg4
User group: Administrator

The checkbox Enable anonymous viewer login must be selected!

AXISa AXIS 210 Network Camera Live View | Setup | Help
v Basic Configuration Users 0
Instructions User List
- e
3. Daté & Time root Administrator
4. Video & Image < admin Administrator

» Video & Image
» Live View Config

» Event Configuration

» System Options

[ Add... ][ Modify... ][ Remove ]

About
User Settings

Enable anonymous viewer login (no user name or password required)
Maximum number of simu ot | f0..20]

Subsequent viewers vill see a2 blank image.

[ Save ] [ Reset ]

Figure 8: Create admin account

If you want to use an individual password for the camera (not default), than you have to deactivate
checkbox Enable anonymous viewer login. Now you can change the password for user: admin
individually
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Caution: This password has also to be configured in the client.

10.4.4. Video and image settings

To display the data logger time at the top of the video image, the checkboxes Include date and
Include time under Video & Image = Image. The stream should be limited to 15 fps.

AXISa AXIS 210 Network Camera Live View | Setup | Help

............

Image Settings O

Image Appearance

» Basic Configuration

v Video & Image Resolution: E;&:Bioi 7"1 pixels
Image P EEEEEE——
. |
Overlay/Mask Compression: |30 [0..100]
» Advanced — =
Rotate image: |0 V‘ degrees
» Live View Config Color level: [s0 Jto..1007"
» Event Configuration Brightness: .§° ‘ [0..100] (Does not affect Test image)
e 1
Contrast: |50 [0..100] (Does not affect Test image)

» System Options
" Changes to color level do not affect Test image (exception 0 = B/W)

About Text Overlay Settings
Include date Include time

[ 1nclude text: L |

Text color: [vg}g;’j Text background color: U:'|E§}<ﬁ ﬂ
Place text/date/time at ‘Lt—f;,; V;’j of image

Video Stream

Maximum video stream time:

® uUnlimited

O Limited to [ 1[1..] | seconds ¥ per session

Maximum frame rate:

O Unlimited

@& Limited to LLS [1..30] @
Test

Test settings (using Motion JPEG) before saving.

[ Save ] [ Reset ]

Figure 9: Video and image settings

10.4.5. Date and time settings

Choose Set manually as Time mode under Basic Configuration = Date & Time 2 New Server
Time. The text fields below this setting don't have to be filled in. The data logger manages the time
synchronization between camera and logger.
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AXiSa AXIS 210 Network Camera Live View | Setup | Help

v Basic Configuration Date & Time Settlngs 0
Instructions Current Server Time
1. Users l — ] . | = ]
2. TCP/IP Date: |2007-01-24 Time: |1 6:C
3. Date & Time New Server Time
4. Video & Image Time zone: iGMT (Dublin, Lisbon, London, Reykjavik) Vi

» Video & Image [] Automatically adjust for daylight saving time changes.

Time mode:

» Live View Config g o )
Q Synchronize vith computer time

» Event Configuration Hatas l 07-01 1 Time: i 14116126
» System Options O Synchronize vith NTP server
NTP server: No server specified
About

S a2

Date: [2007-01-24 | Time:[13:16:17 |

Date & Time Format Used in Images

O ovn %F

Specify time format: @ Predefined | 24h ¥ | With resolution: | 1 second v
O own %T

[ Save ][ Reset J

Figure 10: Date and time settings

10.4.6. MPEG-4 settings
The following settings have to be entered under Video & Image 2 Advanced 2 MPEG-4:

Length: 32 (GOV Settings). The maximum bit rate is limited to 3000 kbit/s (Bit Rate Control)

AXISa AXIS 210 Network Camera Live View | Setup | Help
» Basic Configuration MPEG-4 Settlngs 0
) Client Compatibility
~ Video & Image Video object type: [ Advanced Simple V{
Image
Overlay/Mask [ 1sma compliant
v Advanced GOV Setti
Camera R
MPEG-4 Structure: e v
Length: 32 |[1-150
» Live View Config wic { 1
» Event Configuration Maximum bitrate: O Unlimited
» System Options QL'"‘"“ to {3000 E
Use: &) vanabls bit rate

About
O Constant bit rate

Target bit rate: kbit/s

Priority:
View Image Settings
View image after zaving.

[ Save ][ Reset ]

Figure 11: MPEG-4 settings

bP2_Camera_UserGuide V1.9.1.doc

@) Telemotive AG



blue PiraT2 - Camera User Guide
Version 1.9.1 - 29.01.2014

11. Preparing the blue PiraT2

11.1. Startup blue PiraT2

Page 30

Switch the blue PiraT2 on by pressing the [Trigger] button (1) and wait until the Logger is ready
(Startup display disappears). By pressing the rotary knob (2) you will enter the Operation menu.
Here choose the Menu ,[1] Info* and then the Info-Screen ,9/10 IP-address®(3).

Open your web browser and enter the IP address that appears on the display of Logger (4). The

connection between Logger and PC will be established (5).

Note: Java Runtime Environment (JRE) 32-bit is necessary to run the program!

A mouse click on the blue PiraT2 screen starts the Client download (~60MB). Confirm the
installation by pressing [Execute]. Follow the installation steps, choose a directory and finalize the
installation by pressing [Install]. After successful installation you will find a blue Pirat2 client icon on

your desktop. Double-click the icon to start the application.

In the ,Network Logger“ window you will  Network Logger an
find the connected data logger. By pressing Mome P—
one of the 5 icons (6) you can choose one CCP_Demo_Connd  10.64.76.80 Mutisser
H H M25_HKu 1064, 76,82
of the desired operations below. it L s e e
QS_Sofmitt 10.64. 76.0 Christian Sohmitt
"'.. Rab_Log 10.64. 76,48 Administrator

— Download data

(= Convert data

i Open configuration

e . : Favorites (locally saved offline data, configurati.. @ %
) Update firmware

] (el [e]

Open bug report
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11.2. Shutting down blue PiraT2 manually

To shut down the blue PiraT2 manually you can use the rotaring knob (1) by choosing [3]
Functions, shown in the display (2) and accept the Standby mode by pressing the rotaring knob.

blue PiraT 2

To restart the logger please use the ON/Trigger button (3).

The second way to go into standby mode is to press [ESC] button (4) for 5 seconds till the memory-
and error5-LEDs are blinking for a short period of time.

[ Telemotive AG

blue Pira

To restart the logger please use the ON/Trigger button (6).

11.3. Updating the blue PiraT2’s firmware

After clicking on the “Update firmware” button (1), the current version of the firmware on the data
logger appears (2). Check the button “Force component update” (3) to flash the same version
again or to reinstall an older version on the logger.

1
& Ee@E

: Favoriten (lokal gespeicherte Offlinedaten, K... < =

Click on the “Update firmware”- button (4) and select the file containing the wanted version (the file
extension should be .dat). Open it and wait until the update process is completed.
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L Fimware- / Licenses update (192.168.0.233) | EEE

Firmvware

2 L 3
Firmware version @acﬂ- component update

Hardware

Hardware version 01-1.3.A.0,02-1.3.A.0 Mainboard Serial Nr. 1014277

Licenses

Licones Chent Library {§01484) | Update licenses. .. J
Licorme Complex Triggers (101431)

Litmrvse Cordiru Cornpressken {1 014763

Lt Flatvieios = oreaed PAgratier € 1631 3 [ Ramove all lcenses J
LiCanss Camers SUPEort (i ODeIe)

Licanas Racordeyg of tha MOST synchvonous chanmsl (1018923

Licmrme CiOF (T Calbe stion Protocol)

Licmrme Diagruostic Log ard Trace BIW | 02600

L v S0 (s sl Pl sfreeel, arul © ol ol bers Py ol ol )

Licarss Tarrinsl 1014333

L v o v (v el O

Licanss Etharrst Loggergd | O@32)

[ Detais... | [ Readdataagan

As for the firmware (5), the current hardware version (6) appears. There is the Mainboard Serial
Number too (7).

Frmware
5
Firmware version |0L.07.01.51 Update firmware... | [] Force component update
Hardware
6 7
Hardware version | 01-1.3.A.0,02-1.3.A.0 Mainboard Serial Mr. 1014277
11.4. Updating the license of a blue PiraT2

After clicking of “Update firmware” ((1) chapter 8), the current licenses appear (2):

Licenses

License Chent Library (101484)

License Complex Triggers (101431) 2
License Online Compression (101476)

License Remote Control Monitor (101388)

License Camera Support (100934)

License Recording of the MOST synchronous channel (101892)
License CCP (CAN Calbr ation Protocol)

License Diagnostic Log and Trace BMW (102600)

License XCP (Universal Measurement and Calbration Protocol)
License Terminal (101432)

License online monitor

License Ethernet Logging(100932)

In order to update licenses, click on the “Update licenses” button (3) and choose the file
containing the license (4) (the file extension should be .tml). It is possible to remove all
licenses by a click on the corresponding button (5).
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W Please select the license file

Lookir: | [ Desktop v BcEAm

e,

O)tigeneDakeien () Bussystemen ) Modes demploi
i Arbeitsplatz ) Conversion_clent -3 Privat
&J Netzwerkungebung ) Docs Marnel

Zubstzt
varwendete
& Ghsgar market
0 : ) bprg_Firmwsar a
R
Desktop | Fies of typy™ o Dtein (.t >

11.5.

4

Updating blue PiraT2’s client

After a successfully update, the logger now is running with the new firmware.

For using all new features in the client too, please install the new version of the client which you
can now download from the logger as described in chapter 9.
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12. Configuration of the blue PiraT2 to use cameras or video
encoder

12.1. General settings

Configure the blue PiraT2 as DHCP-Server: Open configuration (1), “General”, “Network settings”

(2) and activate the checkbox “DHCP — Server” (3).

: Hetwork Logger < 22 & Configuration (192.168.0.233) El
Mame i Connected with Logger Configuration
Nohame 10.64. 75 25 Multiser = General Metwork settings
192 169.0.235 | Smone ke || . 2
Sne
Qs_buTys 10.64.76.11 g Important note: It might be impossible t
‘NeE_wﬂ_ ) In this case the network configuration c
Bufter in the menu on the loggers display. Afte
1 Compression using a PCfLaptop.
Standby DHCP mode
= =)=
Cascading 3 HCP server (Default setting)
B N - N - 4% Time zone The data logger assigns IP addre
: Favorites {locally saved offline data, configuration... <0 2 - AN This setting must be used if the ¢
wia a network cable. This setting
Open selection B[] LIN to a network!
[Ea Serial .
B Ethernet () DHCP dient
[ Analog The data logger obtains its IP ad
o Ninital innnt must be used, if the data logger

Please be sure about your “Standby” setting (General -> Standby). You can activate or deactivate
automatic standby. If active, there are two different time settings for network connection.

Switch to “General settings” (5) and type the desired video block length value in seconds (6).
Attention: Is the checkbox “only record video data around a marker “(7) activated, the video
stream will only be recorded around a marker. In this case there are no data if you don’t set any

marker. If you do not use marker, please deactivate this checkbox. If deactivated, the logger
always records all video data.

Logger Configuration

General General settings
CAN
LN 7< [] only raord video data around a Marker
Serial Ote: The time range is equivalent to the time range used for data protection (see \Buffer\” settings)
FlexRa I% 6
Y ideo block length Pefault: 60s)
MOST
Ethernet

I Synchronisation of the camera time with the data logger time every 200 | s (Default: 200s)
Analog

Digital input Video Servers: | Mo video server / video server with 4 IPs 8 ©
Digital Out :

Camera

" Camera #1
| Camera #2
Y| Camera #3

= NGeneral setting

Choose the connected camera/Video-Encoder (8).

e No video server / video server with 4 IPs (AXIS Q7404, 207, 210, 211)
e Video server with one IP and 4 channels (AXIS P7214)
e Video server with one IP and one *quad* channel (AXIS P7214)

If an AXIS P7214 is used, please type the IP address in the field below.
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12.2. Camera settings in blue PiraT2 client

Switch to Camera #1 (1), activate the checkbox “Camera interface active” (2) and choose the
connector (3). Connector back or front is available.

Enter the cameras IP Address (4). If the AXIS P7214 is used, the IP address is already done in the
general settings.

Deactivate the checkbox “Default password” (5) and type in the “admin” password (6).

Type in the additional IP-alias of the data logger (7). The data logger has to be in the same subnet
as the camera or Video-Encoder.

Logger Lonnguranon

- General Camera #1 ~
4
-2 CAN y . 3
| Camera interface gjtive
[ LIN
£ Serial
[ FlexRay Name |Camera-1
E is name is inserted later into the trace file names)
- Ethernet
- Analos r
. a Anschluss Back (100 MBit/s)
- Digital input
[ Digital Qut 4( 1P Address B L1168 |. |1 .90
B -
1 "| Camera #1 Additional IP-glias of the data logger 7
“| Camera #3 IP-address of data logger 182 |, 188 .1 . |233 I
"] Camera #4 Subnet mask 255 | l255 |, |255 | |0
“| General settings
[ Trigger
[ CCPXCP Caeri-aassaard protection
=
B[ Databases h [] Default passworg
Enter password:
Repeat passwor
Mote: The Password must be between 3 and 8 characters in length and
must contain only numbers and letters (0-9 , A-Z , a-z ) (no umlauts)
Default configuration ] [ Load from file... ] [ Save as file... ] [ Read from logger ] [ \Write to logger

Make the same changes for all connected cameras with the following addresses:

Camera 1l Camera 2 Camera 3 Camera 4
AXIS Q7404, 207, 210, 211 192.168.1.90 192.168.1.91 192.168.1.92 192.168.1.93
AXIS P7214 192.168.1.90 192.168.1.90 192.168.1.90 192.168.1.90

After set up, click on the button “Write to data logger”. The button is placed right below in the blue
PiraT2 client.

The configuration is finished and the blue PiraT2 starts recording the Video signal.
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12.3. Front display of blue PiraT2

By pressing the “Esc” button at the front of the blue PiraT 2 once or several times, the main window
appears on the display.

By switching the rotary knob you can change the displayed interfaces. There you can see the
configuration of the 4 cameras, represented by “VID” and meaning video. Each sign after the word
“VID” is placed for one video channel. 3 cases are listed:

1. The license is installed but no configuration has been performed. The 4 channels are however
recognized (see Figure 1).

Display: VID (like in the following picture)

2. All parameters are configured. The video data are not recorded or there is no connection
between logger and server.

The figure 2 means that the first and second cameras are configured but not recorded and the third
and fourth are not activated.

Display: VID XX-- (like in the following picture)

3. Logger and server are connected and the videos are recorded.

The figure 3 means that the first and second cameras are recording and the third and
fourth are not configured.

Display: VID TT--  (like in the following picture)

Does the data recording runs without errors, there should always a “T” showing for each video
channel.
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13. Download video data

This application allows to save internal data (in Telemotive format) from the logger on the
computers disk and to use it offline.

This function is explained in detail in the document “blue PiraT2 manual’.

For the video application, there is an special characteristic about the video block length

If you select a time period or a marker for download, so the downloaded data does not match
exactly to the expected start- and end time. The reason is that the video block lengt of 60 seconds
does not matchexactly to the selected download time. The system always downloads complete

video blocks. The downloaded video is in all cases longer than selected. It starts earlier and ends
later than the selected period but the selected time is always included.

14. Converting the video data
The application [Convert data] allows the storage of data from the blue PiraT2 in a requested
format on a PC or external storage device.

For the video application, the video blocks can either store as single video blocks (like set up in the
configuration) or as one video file.

The conversion function is explained in detail in the document “User Guide”.
This document describes only the specifics for the video conversion.

The conversion can left the video blocks separate (untouched) or converted to one video file.
Choose the required option in the client output window.

Please keep in mind: When converting into one video file, the system can combine a maximum of
400 blocks per file.

For both options, the result will be the “.mpeg4” video format.

Camera #1 (Camepa |MPEG4 - Videa format, one file {*.mpeg4) - | ﬁ x

MPEG4 - Video format, separate files(*. mpeg4) ﬁ x
PEG4 - Video format, one file (*.mpeqg4)
- 1%

Camera #3 (Camera-3)  MPETr=Vida
Camera #4 (Camera-4) :MPEG4 - Video format, one file (*. mpeg4) - ﬁ X

Camera #2 (Caméga

The Client can also convert offline data, which are downloaded already from the blue PiraT2. There
is only an installed Client necessary.

In the “Favorite” window, open the offline data set. Click + (1) and choose the main download
folder.

The download folder appears (2). Double click the main folder (3) open the conversion tab.
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[ | [<=] %) =] [a]

: Favorites 1”:["9 saved offline data, configuration... <4 =

CD =) Lo

15. Watching the videos

The *.Mpeg4 video files can be used only if they have been stored on a computers disk first.

They can be played on any standard video player.
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16. Contact

[@] Telemotive AG

Gigabit-Ethernet

Telemotive AG

Office Minchen
Frankfurter Ring 115a
80807 Minchen

Tel.: +49 89 357 186-0

Fax.: +49 89 357 186-520

E-Mail: info@telemotive.de

Web: www.telemotive.de

Vertrieb

Tel.: +49 89 357 186-550

Fax.: +49 89 357 186-520

E-Mail: sales@telemotive.de

Support

Tel.: +49 89 357 186-518

E-Mail: produktsupport@telemotive.de
ServiceCenter: https://sc.telemotive.de/bluepirat
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