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1. LICENSE AGREEMENT 

Please read the license agreement of this license contract carefully, before you install the software. 
By the installation of the software you agree to the conditions of this license contract. 
This software-license agreement, in the following called as " license", contains all rights and 
restrictions for final users that regulate the use of the accompanying software, operating 
instructions and other documents, in the following called as "software". 
1. This license contract is an agreement between Licensor and Licensee, who is being licensed 

to use the named Software. 
2. Licensee acknowledges that this is only a limited nonexclusive license. This means that the 

licensee has no right to allocate sublicenses.  Licensor is and remains the owner of all titles, 
rights, and interests in the Software. 

3. The software is a copyright property of the Telemotive AG. The program or parts of it may not 
be further licensed to third parts, rented, sells, or be further marketed, otherwise, in any form 
without explicit Written approval by Telemotive AG. The user may neither change the software 
and their components, modify nor, otherwise, redevelopment or decompile in any form.  

4. This Software is subject to no warranty. This software is sold as is, without any warranty. If at 
any time, a user changes their system, we hold no responsibility to change our software to 
make it work again. 

5. This License permits Licensee to install the Software on more than one computer system, as 
long as the Software will not be used on more than one computer system simultaneously.  
Licensee will not make copies of the Software or allow copies of the Software to be made by 
others, unless authorized by this License Agreement.  Licensee may make copies of the 
Software for backup purposes only. Licensee not entitled to transmit or to transfer the software 
or your rights from this License agreement. 

6. LICENSOR IS NOT LIABLE TO LICENSEE FOR ANY DAMAGES, INCLUDING 
COMPENSATORY, SPECIAL, INCIDENTAL, EXEMPLARY, PUNITIVE, OR 
CONSEQUENTIAL DAMAGES, CONNECTED WITH OR RESULTING FROM THIS LICENSE 
AGREEMENT OR LICENSEE’S USE OF THIS SOFTWARE.  

7. Licensee agrees to defend and indemnify Licensor and hold Licensor harmless from all claims, 
losses, damages, complaints, or expenses connected with or resulting from Licensee’s 
business operations.   

8. Licensor has the right to terminate this License Agreement and Licensee’s right to use this 
Software upon any material breach by Licensee. duration of the license contract is indefinitely 
determined. 

9. Licensee agrees to return to Licensor or to destroy all copies of the Software upon termination 
of the License Contract. 

10. This License Agreement replaces and supersedes all prior negotiations, dealings, and 
agreements between Licensor and Licensee regarding this Software.   

11. This License Contract is subject to german law.  
12. If a regulation of this license contract is void by law, the validity of the remaining regulations is 

not affected. If there is such a regulation it will be replaced by a valid, according to the legal 
regulations and enforcable regulation with similar intention and similar economic 
consequences. 

13. the license contract is effectve by delivery of the software of the licensor to the lecensee 
and/or by usage of the software by the licensee.  This License contract is also valid without 
Licensor’s signature.   

14. The license automatically goes out if the licensee does not agree to the license regulations 
described here or offend against the license regulations of this license contract. With ending 
the license contract the licensee is obliged to extinguish all copies of the software or to destroy 
it.  

15. The LICENSEE sticks for all damages which originates the licensor from the injury of these 
license regulations. 
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2. PRODUCT LIABILITY 

For all offers, sales and supplies do explicit apply the following conditions, even if the buyer, 
orderer and suchlike prescribes other conditions. Alterations are only valid, if they are agreed in 
writing. 
1. The technical documentation is part of the products. The product liability and the product 

guarantee will be excluded, if contents and in particular the safety references and instruction 
for action of the documentation are not considered.  

2. The products do belong to the group of testtools. by application of the equipment a 
disturbance ot the tested system cannot be completely excluded. For this reason, the warranty 
of a perfectly functioning system cannot be taken over by the manufacturer.  
Application of the product takes place at one’s own risk.  

3. The liability of the substitution of damages according to §1 product liability law, is expressly 
excluded in the context of §9 product liability law, as far as compelling legal terms do not 
provide anything else.  
In no event will the producer be liable for any indirect, incidental, special or consequential 
damages, including loss of profits, loss of revenues, loss of data, loss of use, any other 
economic advantage or damages caused by pretensions of third party towards the customer 
out of this agreement, under any theory of liability, whether in an action in contract, strict 
liability, tort (including negligence) or other legal or equitable theory.  
The burden of proof is with the customer. 

4. The Telemotive AG does ensure the legal warranty according to German law.   
Except for warranties expressly set forth in this agreement, any and all products are delivered 
“as is” and the producer makes and the customer receives no additional express or implied 
warranties. The producer hereby expressly disclaims any and all other warranties of any kind 
or nature concerning the products, whether express or implied, including without limitation, 
any warranty of title, merchantability, quality, accuracy, or fitness for a particular purpose or 
the customer’s purpose. The producer expressly disclaims any warranties that may be implied 
form usage of trade, course of dealing, or course of performance, except for the express war-
ranties stated in this agreement. The products are provided with all faults, and the entire risk 
of satisfactory quality, performance, accuracy, and effort is with customer. The producer does 
not warrant that the Products will operate without interruption or be error free.  

5. The Telemotive AG is justified to exchange defective goods against homogeneous acceptable 
ones or to eliminate the fault within an appropriate period. In this case a demand for 
redhibitory action or reduction of price expires. Warranty claims presuppose a due notice of 
defects.  

6. Resale, transfer, donation, exchanges or the rental of the offered products at third party, is 
permitted without clearance of the Telemotive AG. 

7. German Law is deemed to be as legal basis.  

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
© by Telemotive AG, 2014 
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3. Overwiev 

The following documentation describes the usage of a system composed of an AXIS Video-
Encoder Q7404 or P7214, the AXIS Network-Cameras 207, 210 or 211 and a blue PiraT2 data 
logger. The Video-Encoders are used to connect analog (PAL / NTSC) cameras. The network 
cameras can be connected directly. 

For general points refer to the manual "User Guide". For special functions, appropriate instructions 
are available. 

The system allows the recording of one to four different videos streams at the same time. To make 
it work, the server and the data logger must be connected to each other and configured separately 
by a HTML based client. The procedure is explained from chapter 3. 

The video streams are recorded in real-time and in a specified time interval in the logger. They can 
be downloaded into a control unit for offline use. They can also be converted to a video file and 
transferred from the logger into a computer. The video block length can be adjusted between 15 
and 60 seconds and the videos are stored in the mpeg4 format. 

When converting into a video file, the system can combine a maximum of 400 blocks per file. The 
length of the blocks can change. If more video blocks are available and they cannot be converted 
to one file, then the system creates several files. In this way no video data is lost. 

Attention:  

The Video-Encoder and the cameras are not set by default to standby mode, which may be a 
reason for an empty battery. 

After rebooting, the system takes approximately 60 seconds to be synchronized. The recording 
starts immediately after the synchronization. 

If the Ethernet cable was removed from the Video-Encoder during the recording and plugged in 
again, the system takes around 11 seconds for the resynchronization. 

If the supply voltage is removed from the Video-Encoder during the recording, the server takes 
about 54 seconds to be synchronized (after a reconnection). 

AXIS camera or Video-Encoder should be operating within the AXIS specification. This is 
especially true for power and environmental parameters. 

 

This document refers to blue PiraT2 FW 01.09.01 and blue PiraT2 client version 1.9.1. Some 
features depending on model and feature license or may not be available in older versions. 

Software updates are frequently available in the blue PiraT Service Center. Please make sure to 
use current software. 
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4. System requirements 

Control Unit 

A Laptop or a PC is used to configure the devices by a software client. It also allows to save the 
recorded data and to use them offline. 

blue PiraT2  

The blue PiraT2 is an optimized data logger developed by Telemotive AG. The communication of 
bus systems and control units are monitored and relevant data can be recorded very precisely with 
the blue PiraT2. The collected data are stored on the blue PiraT2 and can be downloaded to a PC 

blue PiraT2 Ethernet Kit 

This device is connected via a FCI cable to the blue PiraT2 and via Ethernet with the AXIS Server. 
This establishes the connection between blue PiraT2 and the AXIS Video-Encoder and allows 
connecting to a Local Area Network (LAN).  

AXIS Q7404 / P7214 Video Encoder 

The AXIS Video Encoder is a powerful standalone device with 4 channels. It integrates 4 analog 
cameras simultaneously into an IP-based video surveillance system. It delivers also super video 
quality with H.264 and significant savings in bandwidth and storage requirements.   

AXIS Q7404 will use 4 different IP addresses for each group of 4 input channels.  

AXIS P7214 however will use 1 IP address for each group of 4 input channels. 

Network-Cameras 

1 to 4 cameras are supported to record the video streams. These cameras can be connected to the 
4 channels of the encoder. These cameras are supported: AXIS 207, 210 and 211. 

The setup of AXIS Network-Cameras 207/210/211 is similar to the configuration of AXIS Q7404 
Video-Encoder. 

Camera License 

For using the camera feature, a license file must be installed on each blue PiraT2. 
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5. Setup Video Encoder AXIS Q7404 

5.1. Connecting to the Q7404 

Connect your PC with the Video-Encoder via Ethernet. The video signal has to be connected to the 
Video-Encoder port. Connect the Video-Encoder to the power supply. Wait until the startup is 
complete (All LEDs are colored in green). 

 
Cameras  

AXIS Q7404 
 
 
 
 
 

Power (acc. AXIS spec.) 
 
 
 
 
 
 
 
 
 
 
 
 
           PC 
            
          
Change your PC IP configuration. Use static IP address with the following setting: 

 

 
IP address:      192.168.1.80 
Subnet mask:  255.255.255.0 
 

 

 

5.2. Access to Axis Q7404 

Open you browser and type in the following URL: 192.168.0.90  

Type in your password and keep it in mind or write it down. If the system ask for a further 
authentication (in some cases), please type in the same user and password like before.  
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After setting the password please login to the Video Encoder 

 

When you logged into the Video Encoder the first time, you can change the language settings if 
required. 

After your confirmation, you can see the live stream from camera 1. 

 

 

 

5.3. Installing the admin user 

The blue PiraT2 camera application needs a special user with administrator rights. 
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Open “Setup” (1), “Basic Setup” => “Users” (2) and choose “Add…” (3). Name the new user 
“admin” and define a password (4). Keep the data in mind or write it down. Choose the option 
“Administrator” (5) and click “OK (6). Afterwards, mark the checkbox “Enable anonymous viewer 
login (no user name or password required)” (7) and confirm all with “Save” (8). 

 

 

 

 

 

 

We recommend these settings:  

User name: admin 
Password: 2x8bg4 

 

 

 

Note:  

To be sure to get access to the Video Encoder by the blue PiraT2 please use the properties above. 
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5.4. Setting date and time 

Change to the entry “Date & Time” (9) and activate the checkbox “Set manually” (10).  

Set up Date and Time and click “Save” (11). 

Comment:  

The time set here is initially only a temporary adjustment. In our system, the data logger is the time 
master and overwrites it after successful synchronization with the Video-Encoder, with the logger 
time. 

 

You can also display the date and time on the video image. The settings for this feature are 
described in the following. 

Attention:  

Always set the blue PiraT2 time before you start logging. It is impossible to change the timestamp 
at recorded video data. This means, the setup of a new logger time before downloading does not 
change the time within the video pictures. In this case, the timestamps of the other channels and 
the video picture timestamp could not match. 

The setup for embedded timestamp has to be done in the Video-Encoder setup. If the date and 
time are already set up like described within step 9, 10 and 11 (see above), the format can be set 
up under „Date and Time Format Used in Images“. Confirm these settings with “Save”. 

Click on “Video Stream” (6) and set up the Overlay Settings. Activate both checkboxes “Include 
date” and “Include time” (7).  If desired, change the format options like “Text color”, “Background 
color”, “Text Place” (8) and so on. Confirm the settings again with “Save” (9). 
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The set up for embedded timestamp is finished. 

5.5. IP-configuration 

Change to the entry “TCP/IP” (12) and use static IP (13) with the following data (14): 

 

IP address: 192.168.1.90 

Subnet mask: 255.255.255.0 

 

Confirm your setting with save (15). 

 

Note:  

By pressing [Save] the new IP address is set to the Video Encoder and in this moment you loose 
the connection to the device! 
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For reconnecting you have to connect to the Video Encoder again as described in chapter 5.2. 

The first camera, connected to the Video-Encoder, is now configured. If more than one camera 
should be connected, the same changes for all connected cameras has to be done 

 camera 2 camera 3 camera 4 

IP  address 192.168.1.91 192.168.1.92           192.168.1.93 

subnet mask  255.255.255.0 255.255.255.0         255.255.255.0         

 

 

Note:  

Change your computers IP configuration back to dynamic configuration.  
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6. Setup Video Encoder AXIS P7214 

6.1. Connecting to the P7214 

Connect the AXIS P7214 via Ethernet to your PC and to the power supply. The video signal has to 
be connected to the Video-Encoder port. Wait until the startup is complete (All LEDs are colored in 
green).  

 

AXIS P7214 

 
cameras 

 
 

            PC 

 
Power supply 

 
 
 

Change your PCs IP configuration. Use static IP address with the following settings 

 
IP address:  192.168.1.80 
Subnet mask: 255.255.255.0 
 

 

6.2. Access to Axis P7214 

Open you browser and type in the following URL: 192.168.0.90 

Type in your password and keep it in mind or write it down. If the system ask for a further 
authentication (in some cases), please type in the same user and password like before.  
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After setting the password please login to the Video Encoder 

When you logged into the Video Encoder the first time, you can change the language settings if 
required. 

After your confirmation, you can see the live stream from camera 1. 

 

To have a look at the other cameras please choose the one you want to see in the drop-down 
menu. 

 

6.3. Installing the admin user 

The blue PiraT2 camera application needs a special user with administrator rights. 

Open “Setup” (1), “Basic Setup” => “Users” (2) and choose “Add…” (3). Name the new user 
“admin” and define a password (4). Keep the data in mind or write it down. Choose the option 
“Administrator” (5) and click “OK (6). Afterwards, mark the checkbox “Enable anonymous viewer 
login (no user name or password required)” (7) and confirm all with “Save” (8). 
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We recommend these setings:  

User name: admin 
Password: 2x8bg4 

 

 

 

Note:  

To be sure to get access to the Video Encoder by the blue PiraT2 please use the properties above. 

 

6.4. Setting date and time 

Change to the entry “Date & Time” (9) and activate the checkbox “Set manually” (10).  

Set up Date and Time and click “Save” (11). 

Comment:  

The time set here is initially only a temporary adjustment. In our system, the data logger is the time 
master and overwrites it after successful synchronization with the Video-Encoder, with the logger 
time. 

 

 

You can also display the date and time on the video image. The settings for this feature are 
described in the following. 
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Attention:  

Always set the blue PiraT2 time before you start logging. It is impossible to change the timestamp 
at recorded video data. This means, the setup of a new logger time before downloading does not 
change the time within the video pictures. In this case, the timestamps of the other channels and 
the video picture timestamp could not match. 

The setup for embedded timestamp has to be done in the Video-Encoder setup. If the date and 
time are already set up like described within step 9, 10 and 11 (see above), the format can be set 
up under „Date and Time Format Used in Images“. Confirm these settings with “Save”. 

Click on “Video Stream” (6) and set up the Overlay Settings. Activate both checkboxes “Include 
date” and “Include time” (7).  If desired, change the format options like “Text color”, “Background 
color”, “Text Place” (8) and so on. Confirm the settings again with “Save” (9). 

 

 

6.5. IP-configuration 

Change to the entry “TCP/IP” (3) and use static IP (4) with the follow data (5) and confirm the 
setting (6): 

 

IP address:  192.168.1.90 
Subnet mask: 255.255.255.0 
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The AXIS P7214 has only one IP address. The configuration of a camera automatically changes 
the settings of the others. It is therefore unnecessary to set the other cameras. 

Note:  

Change your PCs IP configuration back to dynamic configuration.  
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7. Save and restore the Video Encoder settings 

To save all settings oft he Video Encoder you can use the tool AXIS Camara Management 
Software, which you can download from AXIS after registration. 

http://www.axis.com/de/products/cam_mgmt_software/interface.htm 
After installing the software you can start it by using  

Start =>  AXIS Camera Management => AXIS Camera Management Client  

 

You can add your device by clicking to [Add devices]  

 

After selecting your device and connecting to the Video Encoder you add the device with  [Next>] 
and [Finish] in the next window. 

 

 

http://www.axis.com/de/products/cam_mgmt_software/interface.htm
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To save the current settings please rightclick your device and use the option => Parameter 
Management => Create Parameter File … 

 

 
With [X] Select / Deselect all and then [Save] you can save the configuration of the Video 
Encoder to your local system.. 

To restore the saved settings to your device please use the option => Parameter Management => 
Aply Parameter File … 
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8. Resetting the Video Encoder AXIS Q7404 or P7214 

If something is configured incorrectly in the camera or the password is lost, it is important to reset 
the video-server for a new configuration. This will reset all parameters in all 4 video channels 
(including all IP addresses) to the factory default settings: 

First disconnect the power from the AXIS Server. 

Then press and hold the “RESET button” (1) and reconnect power. 

 

AXIS Q7404 

 

 

AXIS P7214 

 

 

 

Keep the RESET button pressed until the status LED turn amber. This may take up to 15 seconds. 

Hold the RESET button until the status LED display permanently green (which can take up to 1 
minute). The process is complete and the video encoder has been reset. 

The video-server is set back to factory defaults now and can be configured again. 
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9. Connecting AXIS Video Encoder to blue PiraT2 

There are two possibilities, to connect the Video-Server or Network-Camera to a  blue PiraT2. 
Either you connect both via Gigabit Ethernet-Port (front side), or by using the Ethernet-Kit on the 
backside of the Blue PiraT2. The last one should be preferred. In this case the front connector 
could use for access the Video-Server during data recording. 

Connect the Gigabit-Ethernet port of the logger via a Ethernet cable with the Ethernet port of your 
PC. (Note: the blue PiraT2 is configured as DHCP-Server as default!). Connect the blue PiraT2 via 
the power harness (red/+/clamp30 and black/GND/-/clamp31) with the vehicle battery or a power 
supply.  

Connect the blue PiraT2 via the FCI cable with the blue PiraT2 Ethernet Kit and the Ethernet Kit 
with the AXIS Server via Ethernet. The video signal has already to be connected to the Video-
Encoder port. Connect the AXIS Server to the power supply. Wait until the startup is complete (All 
LEDs are colored in green). 

 
 

    blue PiraT2 back                                          blue PiraT2 front 

 
 
 
 
 
 
 
 

 
blue PiraT2 Universal cable set 

 
 

FCI Cable 

                                   PC 

 
 
 
 
 
 
 
 

 

AXIS Q7404 

 

 
Power (acc. AXIS spec.) 

cameras 
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10. Configuring stand alone cameras AXIS 207/210/211 

By using an blue PiraT2 without an switch or build in switch you have to connect the camera with 
an Crossover Ethernet cable. This is a point to point connection without autonegotiation. 

 

10.1. Further applicable documents 

 

 AXIS 207 User Manual [1] 

 AXIS 210 User Manual [2] 

 AXIS 211 User Manual [3] 
 

10.2. Configuration of the Ethernet camera AXIS 207/210/211 

Warning: 

The camera must have installed at least the firmware version 4.40. If there is another firmware 
version installed it is recommended to downgrade to version 4.40.  

Any camera that is used with the blue PiraT2 data logger must have a special configuration. There 
is the possibility of manual and automatic (recommended) camera configuration. 

The manual configuration is done over the camera web interface.  

The recommended automatic configuration is done with the “AXIS Camera management” SW 
tool.  A blue PiraT2  camera configuration template is available.   

 

10.3. Automatic configuration (recommended) 

 
Needed SW: 
1. AXIS Camera Management v2.00.31  

http://www.axis.com/techsup/software/index.htm 
 
Camera configuration steps: 
1. Check/Update camera FW v4-40 ([1],[2] ,[3] or AXIS online) 
2. Resetting camera to the Factory Default Settings. ([1],[2] ,[3] Chapter: „ Resetting to the 

Factory Default Settings “). 
3. Connect the camera with the PC/Laptop via a cross-over Ethernet cable. 
4. Set the password ([1],[2],[3] Chapter: „Set the password “). 
5. Install blue PiraT camera configuration-template on the camera with „AXIS Camera 

Management“  
6. Add camera user „admin“  

The camera configuration steps 4 und 5 are described in the following chapters. The displayed 
figures contain screen shots of the AXIS camera management tool. 

10.3.1. Installing the camera configuration-template  

Installing the camera configuration-template „blue PiraT_Kamera_AXIS-ConfigTemplate_vX.X.cmt“ 
will automatically configure the camera to be used with the blue PiraT camera application. 

The template can be downloaded in our ServiceCenter. 

http://www.axis.com/techsup/software/index.htm
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1. Open with „Apply Template“ menu the delivered blue PiraT2 camera configuration-template 
2. Confirm the “Apply Template Dialog” with OK 
3. Check the configuration process in the “Results” Dialog. 

 

Figure 1: Open blue PiraT2 camera configuration-template 

 

 
 

 

Figure 2: Confirm the “Apply Template Dialogue” with OK 
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Figure 3: Check the configuration process in the “Results” dialogue 

 

10.3.2. Adding the  camera user „admin“  

The blue PiraT2 camera application needs a special user „admin“.  

1. Select configured AXIS camera and activate the camera menu with the right mouse button. 
“User Management -> Add/Edit User…” 

2. Add user „admin“. 

 
User “admin” properties: 
User name:  admin 
Password:  2x8bg4 
Access rights:  Administrator 
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Figure 4: Select the “Add/Edit User…” dialog 

 
 

 

Figure 5: Adding the camera user “admin” 
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10.4. Manual configuration of AXIS 207/210/211 

Please connect the camera with the PC/Laptop via a cross-over Ethernet cable, enter the camera's 
IP address in your web browser and click on Setup. If you don't know the camera's IP address, use 
the IP-Utility tool on the Axis CD-ROM for detection. 
If it is still not possible to connect to the camera setup, please reset the camera via hardware reset 
(this is described in the camera manual), use the fix IP address 192.168.0.10 for your PC/Laptop 
and enter the default camera IP (192.168.0.90) in your web browser. 
 
A step by step configuration of the camera is described in the following chapters below. 
 
The following instructions are illustrated by screenshots of the camera setup of the Axis 210. The 
layout of the other supported cameras 207, 207W and 211 can differ. 
 

Note: 

All modifications of one setup screen must be applied by the "Save" button.                     Otherwise 
the settings will not be stored.  

 

10.4.1. Reset configuration 

Before starting with the configuration, the camera should be reset to original factory settings. 
To do so, press the Default button in Options  Maintenance  Maintain Server. 
 

 

Figure 6: Resetting the camera settings 

10.4.2. Setting up the IP-address 

Enter the following values under Basic Configuration -> TCP/IP: 

IP-Address:  192.168.0.XXX 
Subnet:  255.255.255.0 
Default-Router: 192.168.0.1 
 
Note: The same IP-address has to be used in the data logger's configuration (Recommendation: 
192.168.0.90) 
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Figure 7: TCP/IP settings 

 

10.4.3. Create admin user account 

For the aim of automatic time synchronization between the data logger and the camera it is 
necessary to create an admin user account on the camera. This can be done under Basis 
Configuration  Users. 

Press "Add…" below the User List to create a new user account. Enter the following settings: 

User:  admin 
Passw.:  2x8bg4 
User group:  Administrator 
 

The checkbox Enable anonymous viewer login must be selected! 

 

 

Figure 8: Create admin account 

If you want to use an individual password for the camera (not default), than you have to deactivate 
checkbox Enable anonymous viewer login. Now you can change the password for user: admin 
individually  
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Caution: This password has also to be configured in the client. 

 

10.4.4. Video and image settings 

To display the data logger time at the top of the video image, the checkboxes Include date and 
Include time under Video & Image  Image. The stream should be limited to 15 fps. 

 

 

Figure 9: Video and image settings 

 

10.4.5. Date and time settings 

Choose Set manually as Time mode under Basic Configuration  Date & Time  New Server 
Time. The text fields below this setting don't have to be filled in. The data logger manages the time 
synchronization between camera and logger.  
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Figure 10: Date and time settings 

 

10.4.6. MPEG-4 settings 

The following settings have to be entered under Video & Image  Advanced  MPEG-4: 

Length: 32 (GOV Settings). The maximum bit rate is limited to 3000 kbit/s (Bit Rate Control) 

 

 

Figure 11: MPEG-4 settings 
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11. Preparing the blue PiraT2 

11.1. Startup blue PiraT2 

Switch the blue PiraT2 on by pressing the [Trigger] button (1) and wait until the Logger is ready 
(Startup display disappears). By pressing the rotary knob (2) you will enter the Operation menu. 
Here choose the Menu „[1] Info“ and then the Info-Screen „9/10 IP-address“(3). 

Open your web browser and enter the IP address that appears on the display of Logger (4). The 
connection between Logger and PC will be established (5).  

Note: Java Runtime Environment (JRE) 32-bit is necessary to run the program!   

 
 

 
 
 
 
 
 
 

4. 

 
 
 
 

A mouse click on the blue PiraT2 screen starts the Client download (~60MB). Confirm the 
installation by pressing [Execute]. Follow the installation steps, choose a directory and finalize the 
installation by pressing [Install]. After successful installation you will find a blue Pirat2 client icon on 
your desktop. Double-click the icon to start the application.  

 
In the „Network Logger“ window you will  
find the connected data logger. By pressing  
one of the 5 icons (6) you can choose one  
of the desired operations below.   

 

  Download data 

 Convert data 

 Open configuration 

 Update firmware 

 Open bug report 
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11.2. Shutting down blue PiraT2 manually 

To shut down the blue PiraT2 manually you can use the rotaring knob (1) by choosing [3] 
Functions, shown in the display (2) and accept the Standby mode by pressing the rotaring knob. 

 

 

To restart the logger please use the ON/Trigger button (3). 

The second way to go into standby mode is to press [ESC] button (4) for 5 seconds till the memory- 
and error5-LEDs are blinking for a short period of time. 

 

 

To restart the logger please use the ON/Trigger button (6). 

 

 

11.3. Updating the blue PiraT2’s firmware 

After clicking on the “Update firmware” button (1), the current version of the firmware on the data 
logger appears (2). Check the button “Force component update” (3) to flash the same version 
again or to reinstall an older version on the logger. 

 

 

 

 

Click on the “Update firmware”- button (4) and select the file containing the wanted version (the file 
extension should be .dat). Open it and wait until the update process is completed. 
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As for the firmware (5), the current hardware version (6) appears. There is the Mainboard Serial 
Number too (7). 

 

 

 

 

 

 
 
 

11.4. Updating the license of a blue PiraT2 

After clicking of “Update firmware” ((1) chapter 8), the current licenses appear (2): 

 

 

 

 

 

 

 

In order to update licenses, click on the “Update licenses” button (3) and choose the file 
containing the license (4) (the file extension should be .tml). It is possible to remove all 
licenses by a click on the corresponding button (5). 
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11.5. Updating blue PiraT2’s client 

After a successfully update, the logger now is running with the new firmware.  

For using all new features in the client too, please install the new version of the client which you 
can now download from the logger as described in chapter 9. 
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12. Configuration of the blue PiraT2 to use cameras or video 
encoder 

12.1. General settings 

Configure the blue PiraT2 as DHCP-Server: Open configuration (1), “General”, “Network settings” 
(2) and activate the checkbox “DHCP – Server” (3). 

 

 

 

 

 

 

 

Please be sure about your “Standby” setting (General -> Standby). You can activate or deactivate 
automatic standby.  If active, there are two different time settings for network connection.  

Switch to “General settings” (5) and type the desired video block length value in seconds (6). 

Attention: Is the checkbox “only record video data around a marker “(7) activated, the video 
stream will only be recorded around a marker. In this case there are no data if you don’t set any 
marker.  If you do not use marker, please deactivate this checkbox. If deactivated, the logger 
always records all video data.  

 

 

 

 

 

 

 

 

 

Choose the connected camera/Video-Encoder (8). 

  No video server / video server with 4 IPs   (AXIS Q7404, 207, 210, 211) 

  Video server with one IP and 4 channels   (AXIS P7214) 

 Video server with one IP and one *quad* channel (AXIS P7214) 

If an AXIS P7214 is used, please type the IP address in the field below. 

7 

6 

8 

5 
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12.2. Camera settings in blue PiraT2 client 

Switch to Camera #1 (1), activate the checkbox “Camera interface active” (2) and choose the 
connector (3).  Connector back or front is available. 

Enter the cameras IP Address (4). If the AXIS P7214 is used, the IP address is already done in the 
general settings. 

Deactivate the checkbox “Default password” (5) and type in the “admin” password (6). 

Type in the additional IP-alias of the data logger (7). The data logger has to be in the same subnet 
as the camera or Video-Encoder. 

 

 

 

 

 

 

 

 

 

 

 

 

Make the same changes for all connected cameras with the following addresses: 

 
 Camera 1 Camera 2 Camera 3 Camera 4 

AXIS Q7404, 207, 210, 211 192.168.1.90 192.168.1.91       192.168.1.92       192.168.1.93 

AXIS P7214 192.168.1.90       192.168.1.90       192.168.1.90       192.168.1.90       

 
 

After set up, click on the button “Write to data logger”. The button is placed right below in the blue 
PiraT2 client.  

The configuration is finished and the blue PiraT2 starts recording the Video signal. 

 

 

 

 

 
 

1 

2 

3 

4 

5 

6 

7 
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12.3. Front display of blue PiraT2 

By pressing the “Esc” button at the front of the blue PiraT 2 once or several times, the main window 
appears on the display.  

By switching the rotary knob you can change the displayed interfaces. There you can see the 
configuration of the 4 cameras, represented by “VID” and meaning video. Each sign after the word 
“VID” is placed for one video channel. 3 cases are listed: 

1. The license is installed but no configuration has been performed. The 4 channels are however 
recognized (see Figure 1). 

Display: VID ---- (like in the following picture) 

 

2. All parameters are configured. The video data are not recorded or there is no connection 
between logger and server.  

The figure 2 means that the first and second cameras are configured but not recorded and the third 
and fourth are not activated. 

Display: VID   XX--   (like in the following picture) 

 

3. Logger and server are connected and the videos are recorded.  

The figure 3 means that the first and second cameras are recording and the third and              
fourth are not configured. 

Display: VID   TT--   (like in the following picture) 

 

Does the data recording runs without errors, there should always a “T” showing for each video 
channel. 
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13. Download video data 

This application allows to save internal data (in Telemotive format) from the logger on the 
computers disk and to use it offline.  

This function is explained in detail in the document “blue PiraT2 manual”. 

For the video application, there is an special characteristic about the video block length   

If you select a time period or a marker for download, so the downloaded data does not match 
exactly to the expected start- and end time. The reason is that the video block lengt of 60 seconds 
does not matchexactly  to the selected download time. The system always downloads complete 
video blocks. The downloaded video is in all cases longer than selected. It starts earlier and ends 
later than the selected period but the selected time is always included. 

 

14. Converting the video data 

The application [Convert data] allows the storage of data from the blue PiraT2 in a requested 
format on a PC or external storage device. 

For the video application, the video blocks can either store as single video blocks (like set up in the 
configuration) or as one video file. 

The conversion function is explained in detail in the document “User Guide”. 

This document describes only the specifics for the video conversion. 

The conversion can left the video blocks separate (untouched) or converted to one video file. 
Choose the required option in the client output window. 

Please keep in mind: When converting into one video file, the system can combine a maximum of 
400 blocks per file. 

For both options, the result will be the “.mpeg4” video format. 

 

 

 
The Client can also convert offline data, which are downloaded already from the blue PiraT2. There 
is only an installed Client necessary.  

In the “Favorite” window, open the offline data set. Click + (1) and choose the main download 
folder. 

The download folder appears (2). Double click the main folder (3) open the conversion tab. 
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15. Watching the videos 

The *.Mpeg4 video files can be used only if they have been stored on a computers disk first. 

They can be played on any standard video player. 
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16. Contact 

 
 
 

 
 
 
 
 
 
 
 
 
 
Telemotive AG 
 
Office  München 
Frankfurter Ring 115a 
80807 München 
 
Tel.:   +49 89 357 186-0 
Fax.:   +49 89 357 186-520 
E-Mail:  info@telemotive.de 
Web:  www.telemotive.de 
 
Vertrieb 
Tel.:   +49 89 357 186-550 
Fax.:   +49 89 357 186-520 
E-Mail:  sales@telemotive.de 
 
Support 
Tel.:   +49 89 357 186-518 
E-Mail:   produktsupport@telemotive.de 
ServiceCenter: https://sc.telemotive.de/bluepirat 
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